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s.15(1)-DEF

OPERATIONAL FILE INDEX - 100-999
MAIN PRIMARY BLOCKS

UPDATE 03 December 2010-12-03

Accounting
General
Major Programs Policies
Publications Security Services
Standards Strategy

Tempest Training

200 ITS - GENERAL

A-2020-00042-00406

Crvptoproduction Equipment
GSTN Industry & Industrial Programs

Crypto & Comms Systems
ACRONYMS

-0
-1
-2
-3
-4
-5
-5-1
-5-2
-6
-6-1

- Support to Lawful Access/RCMP
- Closed User Group
- ITS Retreat
- ITS/IAD Annual Seniors Meetings (five eyes)
- Operating Council For Business Excellence

- Policy
- General
- Museums
- Information Technology Security (ITS) Forecast
- ITS Databases
- INFOSEC Terminology

- CRYPTO Short Titles
- CRYPTO Terminology

- Trade Shows and Expositions General
- Armed Forces Communications and Electronics 
Association (AFCEA)

- INFOSEC Orientation Booklet
- ITS External Briefings
- COMSEC Monitoring Brief
- Support to Lawful Access

-7
-8
-9
-10
-10-1
-10-2
-11
-12
-13
-14

Includes records relating to ITS Operations in general for which no other primary titles 
have been identified.
For destruction of Cryptomaterial see 227 and 800 series.
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Group

201 ITS - POLICIES

□

Policy
-13 - National Level Electronic Cryptographic Key Management

Policy

205 CRITICAL INFORMATION INFRASTRUCTURE PROTECTION (CUP)

A-2020-00042—00407

-15
-16
-17

Includes records pertaining to the Critical Information Infrastructure 
Protection Program.
For MOU's and agreements see A125 series.

-18
-19
-20
-21
-22
-23
-24

- ITS Briefings to Chief CSE
- ITS Resources Study
- Interdepartmental Cryptography Issues Paper Working

- Interdepartmental Working Group on Encryption
- CSE Technology Environment Compendium
- CSE IT Metrics Report
- Interdepartmental Working Group on Cryptography
- IT Support Team/Renewal
- Presentations
- INFOSEC Survey - Commercial Clients

- Canadian National Telecommunications Protection Policy
- CSE Telecommunications Policy and Standards Manual

-1
-2
-2-1
-3

-14
-14-1

-4
-4-1
-4-2
-5
-6
-6-1
-7
-8
-9
-10
-11
-12

- General
- National Cryptographic Policy for Canada

- Evaluation, Development and Production
- Electronic Authorization and Authentication (EAA) 

Policy for Canada
- INFOSEC Release

- FOCI (Foreign Ownership, Control or Influence)
- Export Control

- US Encryption Policy
- Canadian Encryption Policy

- Research and Support Material
- UK Encryption Policy
- Access Control
- U.S. National Telecommunications Protection Policy
- DND COMSEC Policy
-U.S. National COMSEC Policy

Electronic Authorization and Authentication

Includes records relating to ITS Policies. Policy files may also be found at -0 under each 
Primary Subject.
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NETEX)

Centre
Government of Canada Information Protection Co

Centre

Group)

A-2020-00042-00408

-1
-2

-7/DND
-7/DND-l

-7/DND-2
-7/DND-3
-7/DND-4

- Unsolicited Proposals
- Mapping
- Threats and Vulnerabilities
- International Approaches
- Private Section Issues
- National Co-ordination Requirements
- Supervisory Control and Data Acquisition (SCADA)
- Exploit Analysis Process
- Health Check Scheme
- Information Assurance Solutions 

Contractor Information

- Information Protection Centre
- National Information Protection Co-ordination

(closed see OCIPEP for further info)
Federal Information Protection Co-ordination

- CIRT (Computer Incident Response Team)
- CERT (Computer Emergency Response Team)
- NVAT (Network Vulnerability Analysis Team)

- Workplan
- March 2001
- June 2001

-2-1
-2-2
-2-3
-2-4
-2-5
-2-6
-2-7
-2-8
-2-9
-2-10
-3
-3/
-3/
-3/
-3-
-3-
-3-
-3-
-3-
-3-
-4
-4-1
-5
-5/

- General
- Research and Development Reports and Studies (includes

- S
- SII-IDC (Intrusion Detection Centre)

- Contacts
- Partnership and Support

- (coded by department)
- Canadian Security Intelligence Service
- Department of Foreign Affairs and International

- Strategy
- Proposals

- Operational Elements
- (coded by Element)

-5/CAVEAT - Centre for the Analysis of Vulnerabilities and 
Electronic and Automated Threats

-5/CIPCC
-5/CIPTF
-5/FIPCC
-5/GIPCC

ordination Centre
-5/IPC
-5/NIPCC
-5/NSCIP
-5/NSCIP-l
-5/NSCIP-2
-5/NSCIP-3
-5/S
-5/SII
-6
-7
-7/
-7/CSIS
-7/DFAIT

Trade (previously EAITC, DEA)
- Department of National Defense

- CFIOG (Canadian Forces Information Operations
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Office Of Critical Infrastructure Protection and

ACCESS:

A-2020-00042—00409

- Policy
- General
- IIP Project Management

- Defense Research Establishment Ottawa
- Government Communications Headquarters
- National Security Agency

- North America Cyber Protection (Next Steps)
- Automated Systems Security Incident Support

Preparedness (closed Dec 2003, see PSEPC)
- CSE/OCIPEP Meetings (closed)

- Privy Council Office
- Public Safety and Emergency Preparedness Canada

- Interoperability Project
- Public Works And Government Services Canada
- Royal Canadian Mounted Police

- Project
- Signals Intelligence

-7/DREO
-7/GCHQ
-7/NSA
-7/NSA-l
-7/NSA-2

Team (ASSIST)
-7/OCIPEP

Emergency

-0
-1
-2

- Strategic Infrastructure Initiative (SII)
- Project Charter

-7/OCIPEP-l
-7/PCO
-7/PSEPC

(previously OCIPEP)
-7/PSEPC-l
-7/PWGSC
-7/RCMP
-7/RCMP-l
-7/SIGINT
-7/SIGINT-l
-7/SIGINT-2
-8 - Meetings
-8-1 - DCITS
-9 - Briefings and Presentations
-9-1 - Cyber Sabotage
-9-2 - RAID 2001
-9-3 - Cybersecurity & Service Assurance Advisory Cte

(CSAAC)Briefing
-10
-10-1
-10-2
-10-3
-11
-11-1
-11-2
-11-3
-12
-12-1
-12-2
-13
-13-1
-14
-15
-16
-17
-18

- Managers Forum
- Threat and Vulnerabilities

- Policy
- Analysis
- Database

- 33 Laurier Street (working files)
- Space
- Security

- Conference Calls
- Government Incidence Response Team (GOVIRT)

- Secure Channel
- Government on Line (GOL)
- Background
- Legal Issues
- Information Protection Working Group (IPWG)

206 INFORMATION INFRASTRUCTURE PROTECTION (IIP)
Includes records relating to the provision of system and security 
engineering IIP solutions to support
the design, implementation and operation of the GOC IT and secure 
channel infrastructures.

(on files containing personal information)
To be identified
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210 ITS-STRATEGY

□

A-2020-00042—00410

-0
-1
-2
-3
-4
-4-1
-4-2
-4-3
-5
-5-1
-5-2
-5-3

-3
-3-1
-3-2
-4
-4-1
-4-2
-5
-6
-6-1
-6-2
-6-3
-7
-7-1
-7-2
-8
-8-1
-8-2
-8-3
-8-4
-8-5
-8-6
-9
-9-1
-9-2
-9-3
-9-4
-9-5
-9-6
-10
-10-1

Includes records relating to the ITS Plans and Strategy.
For Y2K records see Y series in Admin Index.

- Policy
- General
- Approach of GOC
- Action Plan
- External ITS Strategies

- GCHQ
- DND
- An External Communications Strategy For the CSE

- ITS Program (known as INFOSEC prior to Jan 12 1996)
- ITS Resources Study
- ITS Strategic Plans
- CSE's ITS Industrial Strategy

- IIP Training
- Framework
- SC IPC

- IIP Funding and Priorities
- Framework
- SC IPC

- IIP Testbed (IIPT)
- IIP Procurement

- Framework
- SC IPC
- Testbed

- IIP Professional Services Contracts
- Framework
- SC IPC

- IIP Framework
- Policy
- Project Management
- Status Reports
- Design Documents
- Testing
- Network Architecture Certification Reports

- Secure Channel IPC Project
- Policy
- Project Management
- Status Reports
- Design Documents
- Testing
- Network Architecture Certification Reports

- Cyber Incident Coordination System (CICS)
- Cyber Triage Unit (CTU)
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Detect, Analyze and Respond Infrastructure (DARI)

215 ITS-

□

ITS. Includes records relating to various ITS

A-2020-00042—00411

Crypto Systems see 273-series.
Standards see 295-2-series.
Tempest in general see 300-4.
Tempest Standards Installations Standards & Specifications see 310-2-2.
Organization see A550-2-1.
Publications see 290-14.

-2-2
-2-3
-2-4
-2-5
-2-6
-2-7
-3

-3-2
-3-3
-3-4
-3-5
-3-6
-4
-4-2

- Information Technology Strategy Study
- Marketing
- Secure Electronic Commerce Strategy
- Protection Strategy

- Assistance to CSE
- National Strategy to Secure Cyberspace

-0
-1
-2

-5-4 
Initiative 

-5-5 
-6 
-6-1 
-7 
-8 
-9 
-10 
-11 
-12 
-13 
-14 
-15 
-15-1 
-16

Includes records relating to 
Groups and Committees. 
For 
For 
For 
For 
For 
For

- Security Program Strategy
- Client Services

- Client Services Strategy Team
- Industrial
- Key Management Strategy
- Mandate Expansion - Private Sector
- INFOSEC Self-Assessment

- Policy
- General
- Allied Communications & Computer Security Agency 

(ACCSA)
- Minutes
- Handbook
- Commercial-off-the-shelf (COTS)
- Ad Hoc Meetings
- Final Policy
- Requirements & Technology Expert Working Group

Communications & Information Systems Committee
(NAC ISC - AC/317)

- Communications Systems WG 1
- Information Systems WG 2
- Partnership for Peace
- CIS Restructure
- Command and Control

Security Committee (
- Automatic Data Processing Security Working Group
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-5

Board

225 ITS - ACCOUNTING - GENERAL

□

227 ITS - ACCOUNTING - ACCOUNT MANAGEMENT

□

A-2020-00042—00412

Includes records of a general nature relating to ITS Accounting. 
For Account Management see 227.

-5-2
-5-3
-5-4
-5-5

- General
- Signing Authority
- Inventories
- Automated Accounting
- KMS Account Files

- (coded by account number)
- COMSEC Accounting Procedures
- Activity Based Costing Project T Group
- INFOSEC Material Registers

-1
-2
-3
-4
-5
-5/
-6
-7
-8

-5-6 
-5-7 
-5-8

Environment WG 
-5-9 
-5-10 
-6 
-7 
-8 

(SHED's) 
-9 
-10

- Interoperability Standards for ECCM WG
- Information Systems WG

INFOSEC Working Group (SC4)
- Requirements for Secure Communications

Special Handling & Evaluation Detachments

(held by R2B04)
- Tri-Services Group on Communications & Electronics 

(TSGCE - AC/302)
- Communications Systems Network Interoperability WG
- Networking WG
- Application Profiles and Pan Layer Issues WG
- PC on Tactical Communications Systems for Land 
Combat Zone Post 2000

- AHWP on Communications and Security
- Narrow Band Speech WG
- Tactical Communication Equipment for use Maritime
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(PHST)

228 ITS - ACCOUNTING - NCPAT/NCOR

□

A-2020-00042—00413

Includes records relating to the management of ITS Accounts.
For ITS Publications Management and Maintenance see 290 series.
For miscellaneous files of CMR's see 227-7.

Includes records relating to the National Cryptographic Procedures, Audits and Training
Office (NCPAT) and the National
Central Office of Record (NCOR).
For ALERTS and TRANSACTIONS publications see Al90 series in Admin Index.
For LMD/K.P training see 240-4-8.
For Accountable COMSEC Material Control Agreements (ACMCA's) see A125-10.

- CNDA COMSEC Management System (CCMS)
- Closure of COMSEC Accounts
- COMSEC Emergency Destruction Plan

-11-2
-12
-13

-1
-2
-3
-4
-4-1
-5
-6
-7
-7-1
-7-2
-7-3
-7-4
-7-5
-7-6
-7-7
-7-8
-7-9
-7-10
-7-11
-8
-8-1
-8-2
-8-3
-9
-9-1
-10
-11
-11-1

- General
- Account Book
- Address labels
- Establishing an Account

- INFOSEC Sub Accounts
- Waivers
- Tracer Program
- COMSEC Review Reports (CRR)

- Incoming Transfer
- Relief of Accountability
- Outgoing Transfer
- Destruction Reports
- Possession Reports
- Hand Receipts
- Hand Receipts Returned
- Void Transactions
- Inventory Report
- Key Conversion Notice
- Compromised Key List

- Custodians
- Custodian Handbook
- INFOSEC Custodian Working Group
- Authorized Witnessing Officers

- Canadian Infosec Accounting System (CIAS)
- Business Case

- INFOSEC Briefing Guide
- Canadian National Distributing Authority (CNDA)

- Packaging, Handling, Shipping and Transportation
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(previously
MG-14)

- Canadian Classified Electronic Key Management System

Course

240 ITS - TRAINING

□

PIB:

A-2020-00042—00414

Includes records relating to ITS Training. The OPI for this primary is the ITS Learning 
Center. Custodian training records may also be found here. Course Files may be coded by 
the course code number.
For ITS Training Conferences & Symposiums see A230-series.
For CSE Training for which U2 is OPI see T100 to T999.
For NCPATS Training files see 228-8 series.

- Policy
- General
- Automated Accounting

- Contracts
- Reports
- New Versions
- Software/Hardware
- Automated COMSEC Accounting System (CAPS)

- Cross Border Correspondence
- COMSEC Material Control Manual (ITSG-10)

- Standard Operating Procedures (SOP's)
- COMSEC Working Group Post Mortem
- Issue Orders (Equipment)
- Transfer Orders (Equipment)

(account files coded by EKMS account number)
- Policy
- Incidents
- Waivers
- Account Audit (can be closed out yearly)
- Transaction (can be closed out yearly)
- Questionaires

- In-Process Accounting
- Custodian Workshops (can be closed out yearly)
- NCPAT's Training

- EKMS
- Departmental COMSEC Authority (DCA)
- CRO Briefings
- Course Evaluations For COMSEC Custodian Training

-9
-10
-11
-12

-0
-1
-2
-2-1
-2-2
-2-3
-2-4
-2-5
-2-5/1
-3
-4
-5

(CCEKMS)
-6
-7
-8
-8-1
-8-2
-8-3
-8-4

228/
228/XXX-O
228/XXX-l
228/XXX-2
228/XXX-3
228/XXX-4
228/XXX-5
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ACCESS:

and manager.

- Key Ordering

(ITS)

84A/84
-4-20 Course of Instruction on the Maintenance and

Repair
of TSEC/KY-57, TSEC/KY-58 (VINSON)

A-2020-00042—00415

- LMP/KP Training Course
- COMSEC Course
- TEMPEST Professional Level 1 & 2 Certification
- Telecommunications Security Specialist Course

- COMPUSEC Course
- Equipment/Systems Maintenance Training
- INFOSEC Training
- Introduction to X.400

(Pilot Course)
- Computer Network Forensics
- Maintenance Course of Instruction for TSEC/KG-

- Custodian Course
- Introduction to Information Technology Security

- Network Security
- Introduction to Internet Security
- Internet Security Protocols and Firewalls
- Introduction to Cryptography and its

-4/320 
-4/330 
-4/340 
-4/410 

Applications
-4/420 
-4/430 
-4-1 
-4-2 
-4-3 
-4-4 
-4-5 
-4-6 
-4-7 
-4-8 
-4-9 
-4-10 
-4-11 
-4-12 
-4-13 
-4-14 
-4-15 
-4-16 
-4-17 
-4-18 
-4-19

-4-21
-5
-6
-7
-8
-8/yr
-9
-9/
-10
-10-1

- External Course Briefings
- Lecture Notes
- Client Evaluations
- Tutorials

- coded by year
- ITS Training Profiles

- (coded by group)
- Requests for Training

- Requirements

- Policy
- General
- Course Calendar
- Course Applicants
- Course Files General

- CSE ITS Activity Area (familiarization course)
- Basic Concepts of Information Technology

-0
-1
-2
-3
-4
-4/110
-4/120

Security
-4/210
-4/220
-4/230
-4/300

- Public Key Infrastructure
- Introduction to System Security 
INFOSEC Awareness Course
TEMPEST Course
Admin User Course
Junior Officers' Courses
Senior Officers' Courses
WO & Sr. NCO's Courses

(on files containing personal information)
immediate supervisor
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260 ITS - COMMUNICATIONS SYSTEMS - GENERAL

□

265 ITS - CRYPTO SYSTEMS - GENERAL

A-2020-00042—00416

Includes records relating to communications systems for which no other primary titles 
have been identified.
For Communications Systems security & evaluations see 325-series.

-11
-12
-13
-14
-15
-16
-17

- Policy
- General

- Guidelines and Procedures
- Training Plans
- Training in US
- Training in UK
- Training Videos
- ■ Courses
- Learning Centre Presentations

-0 
-1 
-2 
-3 
-3-1
-3-2 
-3-3
-3-4 
-4
-4-1 
-4-2 
-5 

(MASIS)
-6
-7 
-7-1 
-8 
-9 
-10 

(CEOI's)
-11 

System)
-11-1 
-12 
-13 
-14
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□

266 ITS - CRYPTO SYSTEMS - CANADA - GENERAL

□

267 ITS - CRYPTO SYSTEMS - CANADA - SPECIFIC

A-2020-00042—00417

Includes records relating to CRYPTO Systems for which no other primary titles have 
been identified.
For CRYPTO Systems security & evaluations see 340 and 360-series.

-1
-2
-3
-3-1
-3-2
-3-3
-3-4
-3-5
-3-6
-3-7
-3-8
-3-9
-3-10
-4
-5
-6

-0
-1
-2
-3
-3-1
-4
-5
-6
-7

- Policy
- General
- Export Policy and Procedures
- Key Material and Systems

- Requirements & Production
- Maintenance and Modifications
- Release, Sales and Acquisition
- End of Life/Destruction/Disposal
- Canadian Holdings

- General
- Commercial Grade Cryptography
- Manual Systems

- Authentication >
- Call Signs
- Operational Codes
- Numeral Codes (DRYAD)
- Indicator Systems
- One-Time Pads
- Merchant Ship Codes
- Voice Codes (CELP)
- Canadian Diplomatic Basic Book (ENCODE/DECODE)
- Canadian Army Basic Book (ENCODE/DECODE)

- Project
- Kilo Cryptomodule
- Type 1 and 2 Purchase Authorization

Includes records of an administrative nature relating to Canadian Crypto Systems.
For CRYPTO Systems security & evaluations see 340 and 360-series.
For Specific Canadian Crypto Systems see 267-series.
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□

- Standards Delivery System (SDS)

270 ITS - CRYPTO SYSTEMS - KEYING MATERIAL

□

273 ITS - CRYPTO SYSTEMS -

□

Includes records of an administrative nature relating to Crypto Systems.

General

A-2020-00042—00418

Includes records relating to Canadian Crypto Systems.
For Systems Security and Evaluations see 340 and 360-series.

Includes records of an administrative nature relating to Keying Material.
For cryptoproduction of keying material see 800-series.
For EKMS and PKI programs see 601 to 603.

-1
-2
-2-1
-3
-4
-5
-6
-7
-8

- General
- Key Management Unit (KMU)

- Business Case

- General
- EKMS Electronic Key Management System
- National Interest Systems (TYPE 1)
- Non-National Systems (TYPE 2/3)

-1
-2
-3
-4

-1
-2
-3
-4
-5
-6



sont retenues en vertu de Particle

15(1)-DEF

of the Access to Information

de la Loi sur I'acces a ('information

Pages 419 to / a 420 

are withheld pursuant to section
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-77

278 ITS - CRYPTO SYSTEMS -

□

The general

280 ITS - INDUSTRY & INDUSTRIAL PROGRAMS - GENERAL

□

A-2020-00042—00421

Includes COMSEC and COMPUSEC records relating to CSE's ITS involvement with 
Canadian Industry and ITS Industrial Programs in general for which no other primary 
titles have been identified.
For specific Canadian Industrial COMSEC Programs see 281 & 282.
For UK & US Industrial Programs see 281.
For specific Canadian Industrial COMPUSEC Programs see 286.
For Canadian Government and CSE Programs see 600 series.

Includes records of an administrative nature relating to 
file also includes correspondence on

-3
-4
-5
-5-1
-6
-7
-7-1

- General
- Export Policy and Procedures

-1
-2
-3
-3-1
-3-2
-4
-5
-6
-7
-8

-1
-2

- General
- Industrial INFOSEC Architecture Council - 

(Agendas, Business Cases, Records of Decisions.)
- Industrial INFOSEC Program Information Booklet
- ITS Industrial Program Logos and Logo Licensing
- Unsolicited Proposal Program Submissions

- Timestep Permit Interoperability with GOC/PKI
Development and Evaluations

- ITS Product Pre-qualification Program (IPPP)
- Policy
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- Company Files (coded by Company Name)

- ITS Pre-qualification Product List

281 ITS - INDUSTRIAL PROGRAMS - ■

□

A-2020-00042—00422

- Policy
- General
- Advertising & Export
- Certification (Correspondence and Reports)

-7-2
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-2/
-7-3

-0
-1
-2
-3
-4
-4-1
-4-2

-4-3
-4-4
-4-5

-4-10
-4-11
-4-12

-4-6
-4-7
-4-8 

program)
-4-9

Includes COMSEC records relating to the 
Also includes records relating to the 

For MOU's and Agreements see A125 series.



sont retenues en vertu des articles
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Pages 423 to / a 424 

are withheld pursuant to sections
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282 ITS - INDUSTRIAL PROGRAMS - COMSEC GENERAL

□

A-2020-00042-00425

Includes COMSEC records relating to CSE's Industrial Program. 
For MOU's and Agreements see A125 series.

- Policy
- General
- Commercial COMSEC Endorsement Program (CCEP) General

- Policy
- Advertising & Export
- Endorsements
- Product Listing (ECPL)
- Product/Vendor Proprietary Files
- Evaluation

- Crypto Endorsement Program (CEP) General
(previously CEAP, Crypto Endorsement & Assessment

- Policy
- Briefings & Program Promotion
- Endorsements/Assessments/Review

-0
-1
-2
-2-1
-2-2
-2-3
-2-4
-2-5
-2-5/
-2-6
-3

-13-1
-13-2
-13-3
-13-4
-13-5
-13-6
-13-7

-12-2
-12-3
-12-4
-12-5
-13

-13-8
-13-9
-14

-15
-16
-17
-17-1
-17-2
-17-3

Program)
-3-1
-3-2
-3-3
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s.20(1)(c)

283 ITS - INDUSTRIAL PROGRAMS - CMVP

Includes records pertaining to the Cryptographic Module Validation Program.

□

A-2020-00042-00426

- Proficiency Tests
- NVLAP Cryptographic Module Testing (CMT) Laboratories

- NVLAP Guidance
- Lab Specific Files (coded by Lab name)

-2-2 
Documents

-2-3 
-3 
-3-1 
-3-2 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/ 
-3-2/

-3-4 
-3-5 
-3-5/' 
-3-5/ 
-3-5/ 
-3-6 
-3-7 
-3-8 

Toolkits)
-3-9 
-3-10 
-3-10 
-3-11 
-3-11 
-3-12 

'•)
-3-13 
-3-14 
-3-15 
-3-16 
-3-17 
-4

-0 - Policy
-1 - General
-2 - Lab Accreditation Schemes
-2-1 - National Voluntary Laboratory Accreditation

Program(NVLAP)Handbooks and Documents
- Standards Council of Canada (SCC)Handbooks and



Pages 427 to / a 430

are withheld pursuant to section

sont retenues en vertu de Particle

20(1 )(c)

of the Access to Information

de la Loi sur I'acces a I'information
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s.20(1)(c)

A-2020-00042—00431

CMVP Professional Services Contracts
- FAQ
- FIPS 140 Mapping Tables
- Management Manual
- Training
- Random Number Generator (RNG) Research

-7 
-8 
-8-1 
-8-2 
-8-3 
-9 
-9-1 
-9-2 
-10 
-10-1 
-10-2 
-10-3 
-10-4 
-10-5

- Meetings and Workshops
- NIST and CSE Meetings
- CMT Lab Manager Meetings
- Workshops

- International
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286 ITS - INDUSTRIAL PROGRAMS - COMPUTER SECURITY GENERAL

□

A-2020-00042—00432

Includes records relating to CSE's promotion of COMPUSEC in Canadian Industry and 
ITS Industrial Programs.
For MOU's and Agreements see A125 series.

Canadian Common Criteria Evaluation and Certification 
Scheme (CCS) General

- Policy
- Marketing
- Program Documentation
- Contract Information

- Software Hardening Study
- Entropy Gathering
- Implementation Guidance (IG) and Derived Test

for FIPS 140-2 Refinement
- Cryptographic Module Testing (CMT) Examination

- Policy (CLOSED)
- Marketing (CLOSED)
- Program Documentation (CLOSED)
- Contract Information (CLOSED)

- Policy
- Marketing

-10-6
-10-7
-10-8

Requirements (DTR)

-10-9
Question Bank

-3-1
-3-2
-3-3
-3-4
-3-4/(

-2-4/
-2-4/
-2-4/
-2-4/
-2-4/

(CLOSED)
-3

-0 - Policy
-1 - General
-2 - ITS Evaluation and Risk Assessment (IERA) Program

General (CLOSED)
-2-1
-2-2
-2-3
-2-4
-2-4/
-2-4/

Systems (CLOJ

-3-4/1
-3-4/1
-4

General
-4-1
-4-2



ssr

s.20(1)(c)

A-2020-00042—00433

- Canadian Trusted Product Evaluation Program (CTPEP)
- Cyber Protection Supply Arrangement (CPSA)

- Lessons Learned
- Design and Planning
- Letter of Intent
- Request For Supply Arrangement (RFSA)
- Supply Arrangement Awards
- Support Activities
- CPSA User Survey and Feedback

-4-3 
-4-4 
-4-4/ 
-5 
-5-1 
-5-2 
-5-3 
-5-4 
-5-5 
-5-6 
-5-7 
-5-7/ 
-5-7/ 
-5-7/ 
-5-7/ 
-5-7/ 
-6 
-7 

Protection Se 
-7-1 
-7-2 
-7-3 
-7-4 
-7-5 
-7-6 
-7-7 
-7-8 
-7-9 
-7-9/ 
-7-9/ 
-7-9/ 

Consultants J 
-7-9/ 
-7-9/ 
-7-10 

Services
-7-10 
-7-10 
-7-10 

Consultants ] 
-7-10 
-7-11 
-7-11 
-7-11 
-7-11 
-7-11 
-8 
-9 
-9-1 
-9-2 
-9-3 
-9-4 
-9-5 
-9-6 
-9-7
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290 ITS - PUBLICATIONS - GENERAL

□

- Canadian Forces Maritime Tactical Callsign Listing

(coded by years)

A-2020-00042-00434

Includes records relating to ITS Publications for which no other primary titles have been 
identified.
For Canadian Interdepartmental Documents (CIDs) see 291.
For Administrative Publications see A610.
For Bulletins see A190 series.

- Allied Communications Publications (ACP)
- Allied Military Security Publications (AMSP) 

Technical Information
- Library Acquisition
- Listings - (Group Holdings)

-1 
-2 
-3 
-4 
-5 
-6 

(CSESD's)
-6-1 
-6-2 
-7 
-8 
-9 
-10 
-10-1 
-10-2 

CIS/25/30
-10-3 

(CIS/25/2) 
-11 
-12 
-12-1 
-12-2 
-12-3 
-12-4 
-12-4/ 
-12-4/1958 
-12-4/1968 
-12-4/1970 
-12-4/1975 
-12-4/1978 
-12-4/1981 
-12-4/1983 
-12-5 
-13 
-14 
-14-1 
-14-2 
-15 
-15-1 
-15-2

- Care and Custody
- Registered Documents

- Distribution - signing authority
- Musters
- Amendments
- Destruction

- Certificate of Destruction
1967
1969
1974
1977
1980
1982
1991
- Receipts

- Non-Registered

- CSESD-12G (for TSEC/K1-1A)
- CSESD-11H (KYK-13 & -15 and KOI-18)

- DSS Industrial Security Manual COMSEC Supplement
- Communications Security Information Memorandum (CSIM)
- Requests for production of
- Listings

- Cryptographic Equipment Listing
- Canadian Forces European Callsign Listing

- General
- Printing and Distribution
- Publication Maintenance, Status
- Translation
- Type/Purpose
- Communications Security Equipment System Documents



ssr

- Tempest Countermeasures for Facilities Within

A-2020-00042—00435

- NSA 600A Tempest Laboratory Test Standard
- Canadian Industrial Tempest Program (CITP) Manual
- Technical COMSEC Instructions

- National Defence CIS/09/7
- Strategic Systems CIS/09/7A

-20
-21 
-22 
-22/ 
-23 

Vehicles
-24
-25
-26 
-26-1 
-26-2

-19/4007
-19/4010

COMSEC Material
-19/5000
-19/5001
-19/5002

Low-Level Operation
-19/5004

the U.S.
-19/5100

- Tempest Fundamentals
- Tempest Guidelines For Contracts
- Suppression of Compromising Emanations Through

Test Standard Electromagnetics
- Compromising Emanations Analysis Handbook
- Receiver and Amplifier Characteristics,

- Recommendation for Key Management
- National COMSEC/EMSEC Information Memorandum(NACSIM)

- (coded by NACSIM number)
- Standard Criteria for Safeguarding 

Communications Security Material
- Management of Manual Cryptosystems
- Routine Destruction and Emergency Protection of

Standard Electromagnetics
-19/5102 - Administrative Guidelines for Compromising

Emanations - Laboratory

- Fundamentals of Tempest Work
- Facility Evaluation Criteria (TEMPEST)
- Tempest Zoning
- Non-Stop Evaluation Techniques
- Compromising Emanations Design Handbook
- Tempest Guidelines for Equipment/System Design
- Guidelines for Facility Design and Red/Black

- Compromising Emanations, Laboratory Test 
Standard, Electromagnetics

-19/5100A - Compromising Emanations, Laboratory Test
Requirements, Electromagnetics (U)

-19/5101 - Technical Rationale for Compromising Emanations
- Laboratory Test

-19/5106
-19/5108

Measurement Procedures
-19/5109
-19/5110
-19/5111
-19/5112
-19/5200
-19/5201
-19/5203

Installation 
-19/5204 - Non Stop Evaluation Techniques

- Tempest Glossary
- Tempest Alternatives Data Book
- NACSI (National Comsec Instruction)

- (coded by NACSI number)
- BID/01/206 Tempest Testing of Mobile Tactical Land

-15-3 - Requests & receipts
-16 - DSIS Document Requests
-17 - Borrowed and Loaned
-18 - National Institue of Standards and

Technology(NIST)Special Publications 800-XX
-18/ - (coded by NIST Publication #)
-18/38A - Recommendation For Block Cipher Modes of

Operation: Methods and Techniques
-18/38B - Recommendation For Block Cipher Modes of

Operation: The CMAC Mode for Authentication
-18/57
-19
-19/
-19/4005



s.15(1)-DEF

- COMSEC Test Requirements for Tactical Platforms

-26-9

- Canadian Forces Operating Instructions for-26-10

-26-11 - Canadian Interservice Repair Instructions for

- Loss/Compromise

A-2020-00042—00436

- Data Item Deliverables (DID's)
- Common Content Framework
- National Communications Security Directive
- Green Book on the Security of Information Systems
- Trusted Network Interpretation Environments Guideline
- Discretionary Access Control in Trusted Systems
- Data Remanence in Automated Information Systems
- INFOSEC Product Review Manual
- Glossary of Telecommunications Terminology
- Radiation Security
- Cryptolog
- Over The Air Key Distribution (OTAD)
- Procedures for Tempest Zoning Information-Processing 

Equipment, Systems and Facilities
- Radiation Standard for Communications and Other

-45
Equipment

-46
-47

Facilities
-50

-27 
(TEMPEST)

-28 
-29 
-30 
-31 
-32 
-33 
-34 
-35 
-36 
-37 
-38 
-39 
-40

- Handbook on Information Technology Security
- Communications and Information System Security 

Architecture Handbook (CISSAH)
-48 - Information Systems Security/Products and Services

Catalogue
-49 - Guidelines for the Application of Compromising

Emanations Control Procedures
and Techniques for Automatic Data Processing (ADP)

-26-12 - Secure Distribution and Accounting Procedures for
use with Sealed Authenticators (CIS/01/24)

- Guidelines for Automated Testing and Instrumentation

-41
Information-Processing Equipment

-42 - National Security Agency Specification for General
Functional Security

Requirements for a Telecommunications System
-43 - Functional Security Requirements Specifications for

TYPE II Equipments
-44 - Communication Security Requirements for Avionics

Communication Systems
- Interface Protocols for Electronically Keyable Infosec

-26-3
CIS/09/8

-26-4 - Canadian Forces Authentication System
-26-5 - National Defence Secure Voice Telephone

Authenticator System "A"
-26-6 - National Defence Secure Voice Telephone

Authenticator System "B"
-26-7 - Field Generation and Over-the-air Key Distribution

of Tactical Keys CIS/01/306
-26-8 - Canadian Forces Module Code Manual For

Communications Security
Equipment (CIS/09/10(A))
Canadian Forces Limited Maintenance Manual for
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291 ITS - PUBLICATIONS -

□

A-2020-00042—00437

Includes records relating to Canadian Interdepartmental Documents (CIDs) and Canadian 
Cry ptographic Doctrines.
Files may be coded by CID or CCD number.

- General
- Loss/Compromise

/CCD-18
/CCD-19
/CCD-20
/CCD-21
/CCD-22
/CCD-23
/CCD-24
/CCD-25

/CCD-01
/CCD-02
/CCD-03
/CCD-04
/CCD-05
/CCD-06
/CCD-07
/CCD-08
/CCD-09
/CCD-10
/CCD-11
/CCD-12
/CCD-13
/CCD-14
/CCD-15
/CCD-16
/CCD-17

-1
-2

-51 - Operational Security Doctrine for the Secure Telephone
Unit III (STUIII)

Type 1 Terminal
-52 - The Canadian Handbook on IT Security
-53 - Guidelines for the Application of Communications

Security in the GoC
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/CID/09/08

/CID/09/12

/CID/09/12A

E/F)
/CID/09/19

295 ITS - STANDARDS - GENERAL

□

General

-3-1
(PICS)

A-2020-00042—00439

Includes records relating to ITS Standards.
For Advisory Council of Canada see A220/CTE226.
For FIPS see the 296 series.

-4
-4-1
-4-2
-5

/CID/09/09
/CID/09/10
/CID/09/11

/CID/09/13
/CID/09/14
/CID/09/15
/CID/09/16
/CID/09/17

/CID/09/20
/CID/14/02
/CID/24/55

-1
-2
-2-1
-2-2
-2-3
-3

- Communications Electronic Security Group (CESG)
- Digital Signature Standards
- Common Criteria Standards

- U.S.

- ACCSA
- AC35-WG1
- Key Management Standards Handbook

- International Standards Organization (ISO)/ 
International Electrotechnical Commission (IEC)

- Protocol Implementation Conformance Statement



ssr

- Military Communication Systems Technical Standards
- Transmission Control Protocol (MIL-STD-1778
- Defense System Software Development (MIL-STD-

1644B)

-14

Manual

296 ITS - STANDARDS - FIPS

A-2020-00042—00440

Includes the Federal Information Processing Standards and any records relating to them. 
The FIPS requirements,
correspondence and developmental material is found on the /FIPS # or Version files. The

- UK ITS Standards
- CSE's ITS Standards

- Revisions
- Cryptographic Standards
- New Zealand ITS Standards
- Contracting Security Standard
- Commercial Key Exchange Standard
- Information Technology Security Standard (ITSS)
- INFOSEC Software Engineering Standards and Practices
- Standards Road Map (For the Information Highway (IH))
- Information Technology Security Management Standard

- Open Systems Standard
- American National Standard X9-Public Key

-5-4
-5-5

Cryptography

-15
(TBITS)/

-5-6 
-5-7 
-5-8 
-5-9 
-6 
-7 
-8 
-9 
-10 
-11 
-12
-12-1 

(ITSD-02)
-13

-5-1 
(MIL-STD-188C) 

-5-2 
TCP/MIL-STD-499A)

-5-3

Canadian Open Systems Application Criteria(COSAC)
- Canadian TEMPEST Standard
- International Atomic Energy Agency (IAEA) Safeguards
- Treasury Board Interim COMSEC Standards
- Radiation Standards
- Technical Security Standard for Information Technology

- National Information Technology Security Memorandum
(NITSM) (includes (I) Information & (D) Directive)

- Canadian Advisory Committee on Information 
Technology Security (CACITS)

- Treasury Board Information Technology Services

for the Financial Services Industry
- File transfer protocol (MIL-STD-1780)
- Telnet Protocol (MIL-STD-1782)
- Internet Protocol (MIL-STD-1777)
- Simple Mail Transfer Protocol (MIL-STD-1781)

- IEEE
- CCITT
- Internet/PEM
- European Community/North America Standards
- European Computer Manufacturers Association (ECMA)
- International Cryptographic Experiment Workshop (ICE)
- Standard Baseline Security Requirements

- It Security Zones Baseline Security Requirements

-16
-17
-18
-19
-20

(TSSIT)
-21
-22
-22-1
-23
-24
-25
-26
-27
-28
-29
-30

(ITSMS)
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-1 General

300 ITS - TEMPEST - GENERAL

□

A-2020-00042—00441

finalized Standard including 
annexes is located on the /PUB file.

-(coded by FIPS number)
- Guidelines for Automatic Data Processing Physical

and Risk Management
- Data Encryption Standard (DES)

- Version 2
- Version 3
- Version 4

- Guidelines for Implementing and Using the NBS DES
- DES Modes of Operation
- Guidelines for Computer Security Certification and

I 
/31 

Security
/46
/46-1
/46-2
/46-3
/74
/81
/102

Accreditation
/140
/140-1
/140-1/DTR
/140-2
/140-2/DTR
/140-2/IG
/140-2/PUB
/140-3
/140-3/DTR
/140-3/IG
/140-3/PUB

- Escrowed Encryption Standard (EES)
- Government Open Systems Interconnection Profile
- Key Management using ANSI X9.17
- Secure Hash Standard

- Version 2
- Version 3

- Digital Signature Standard
- Version 2
- Version 3

- Advanced Encryption Standard
- Keyed-Hash Message Authentication Code
- Standards for Security Categorization of Federal 

Information and Information Systems
/201 - Personal Identity Verification (PIV) of Federal

Employees and Contractors

- Security Requirements for Cryptographic Modules 
Version 2

- Derived Test Requirements
Version 3
- Derived Test Requirements
- Implementation Guidance
- Publication (Final with Annexes) 

Version 4
- Derived Test Requirements
- Implementation Guidance
- Publication (Final with Annexes)

/145 
/146 

(GOSIP)
/171 
/180 
/180-1 
/180-2 
/186 
/186-1 
/186-2 
/197 
/198 
/199



s.15(1)-DEF

- Endorsed TEMPEST Products Program (ETPP)

Group

301 ITS - TEMPEST LABORATORY EQUIPMENT

□

A-2020-00042—00442

Includes records relating to tempest of a general nature for which no other primary titles 
have been identified.
For Tempesting within specific programs see 600 series.
For TEMPEST Standards see 295 series.

-15
-16
-17

- Requirements and Requests
- Reports/Summaries
- SOW - For the Development, Production Testing and CTP

the Government of Canada
- Tempest Briefings and Seminars

- Tempest Demonstrations
- Tempest Test Facilities
- TEMPEST Requirements for GOC (Government of Canada)

- Canadian Patrol Frigate Program (CPFP)
- Tribal Class Update and Modernization Program

- Tempest Products
- Working Groups

- Field COMSEC/Tempest Installation Criteria Working

- Trade Show Restrictions
- Tempest Hazard
- Canadian Industrial Tempest Program

of Tempest Equipment For the Government of Canada 
SOW - For the Tempest Verification of Commericial

- Policy
- General
- US
- UK

-8
Equipment For

-1
-2
-3
-4
-5
-6
-7
-8
-9
-10
-11
-12

- General
- General Specification and Sensitivity
- U.S.
- Calibration of RF Receivers
- RF Antennas
- Special Purpose
- Recorders - Magnetic Tape
- Acoustic
- Mobile Survey Lab Facilities
- Screened Enclosures - Specs
- Screened Enclosures - Test Reports

-0
-1
-2
-3
-4
-5
-6
-7

II Certification

-9
-9-1
-10
-11
-11-1
-11-2

(TRUMP)
-12
-12-1
-13
-14
-14-1
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304 ITS - TEMPEST INSTALLATIONS

□

Includes records relating to TEMPEST equipment Installations.

-3 - Requests

305 ITS - TEMPEST R&D PROJECTS

□

Includes records relating to Tempest Research & Development Projects.

A-2020-00042-00443

- Instrumentation R&D Hardware
- Instrumentation R&D Software
- SATAN System (Special Automated Testing and Analysis)

- Policy
- General
- Guidance

- Policy
- General

-13
-14
-15
-16
-17
-18
-19
-20
-21
-22

-0
-1
-2
-2-2
-2-3
-2-4
-2-5
-2-6
-2-7

-0
-1
-2
-3
-4
-5
-6
-7
-8
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307 ITS - TEMPEST EMANATIONS - GENERAL

□

315 ITS - SECURITY - GENERAL

□

A-2020-00042-00444

Includes records relating to Tempest Emanations of a general nature for which no other 
primary titles have been identified.The suppression file includes cables, connectors, 
filters, grounding and shielding techniques.

- Tempest Test Requests
- Tempest Test Services (Responses to Requests)
- Tempest Alert Messages

- Policy
- General
- Suppression

- RFI Suppression Kit
- Surveys and Evaluations

- Standards and Specifications
- Installations

- CAN/UK/US

-9
-10
-11
-12
-13
-14
-15

-0
-1
-2
-2-1
-3
-3-1
-3-2
-3-3
-3-4
-3-5
-3-6
-3-7
-3-8
-3-9
-3-10
-3-11
-4
-4-1
-4-1/CANUKUS
-4-1/
-4-2 - Equipment
-4-2/CANUKUS - CAN/UK/US
-4-2/
-5
-5-1
-5-2
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320 ITS - SECURITY - NON-NATIONAL

□

A-2020-00042—00445

Includes records relating to IT Security for which no other primary titles have been 
identified.
For CSE Security see SI00 to S999.
For CSE Information Systems Security see S215 to S248.
For ITS Non-National Security see 320.
For Evaluations & Assessments see 360.
For Threat/Risk see 390 and 391.

- CSE/NSA Bilats
- Meetings

- Research and Development
- Interoperability
- Service Assurance

-2-1
-3
-4
-4-1
-4-2
-4-3
-4-4 
-5 
-5-1
-5-2
-6
-7
-7-1
-7-2
-8
-9
-9-1
-10
-11
-12
-12-1
-12-2
-13
-14
-15
-16
-17
-17-1 
-17-2 
-17-3

-0 - Policy
-1 - General
-2 - Information Warfare/Information Assurance (CLOSED)

(see 205 series for related info)
- Briefings/Presentations

- Magnetic Media
- Privacy & Computer Security

- Desktop Security
- E-Mail
- Internet
- Laptop

- INFOSEC/COMSEC/ITSEC
- Requirements
- Support

- National Information Protection Center (NIPC)
- Cyber Security

- Program Development
- Cyber Security Task Force

- Biometrics
- Canadian System Security Center (CSSC)

- Information Research Council (IRC)
- COMSEC Monitoring and Analysis
- Information Systems Security Engineering (ISSE)
- National Computer Security Center/NSA (NCSC)

- NCSC Evaluations
- Workshops

- DND/CF ITI Security Architecture Implementation Plan
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Includes records relating to ITS security of public interest.

- Digital Signature and Encryption

325 ITS - SECURITY - SYSTEMS SECURITY - COMMUNICATIONS SYSTEMS

□

(MIDS)

340 ITS - SECURITY - CRYPTOGRAPHIC

□

A-2020-00042—00446

Includes records relating to ITS communications systems security. 
For specific evaluations & assessments see 360.

Includes records relating to cryptographic security. 
For Security evaluations & assessments see 360.

-1
-2
-2-2
-2-3
-2-4
-3
-3-1
-3-2
-4
-4-1 
-4-2 
-4-3 
-5
-5-1 
-5-2 
-5-3 
-5-4
-6
-7

- General
- Electronic Authorization & Authentication (EAA)

- Switching Systems
- Telephone Manual Exchanges
- Automatic Data Digital Network (ADDN/CSMN/MSAX)
- Isolation Telephone Terminal

- Support to CSE/SIGINT

- Support to Royal Canadian Navy (RCN)
- Communications-Electronic Security Advisory Notices

General
Transmission Media

- Fibre Optics

-1
-2
-3
-4
-5

- Video Conferencing
- Special Techniques & Modulation Systems

- Spread Spectrum Transmission (JTIDS)
- Multi-Functional Information Distribution System
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(file by research #)(formerly CRD's)
-4-15

(CCS)
(file by research #)(formerly SRC's)

-4-16

350 ITS - SECURITY - SYSTEMS & PRODUCTS

□

A-2020-00042—00447

Does not include CSE Network Security see S225. 
For MOU's and Agreements see A125 series.

-4
-4-1
-4-2
-4-3
-4-5
-4-8
-4-9
-4-10
-4-12
-4-13
-4-14 
(CCR/P)

-0
-1
-2
-3

- Policy
- General
- Key Escrow
- Multilevel Information Systems Security 

Initiative(MISSI)/MOSAIC
- Cryptomath Research

- Public Domain Cryptography
- R21/TECH
- R51/MATH
- R51/IN-TECH
- R53/TR
- R56
- Artificial Intelligence

-4-18 
-4-19 
-5
-6
-7
-7-1
-8
-8-1
-8-2
-8-3
-9
-10
-11
-12
-13
-13-1
-14 
-14-1 
-15

- NSA Research and Engineering Review's
- Collected Papers on Mathematical Cryptology (CPMC)

- Specifications
- NSA Technical Journal's
- Development Projects (coded by project #)

- Projects (c/w 340-7)
- Evaluation

- Methodology
- Criteria and Standards
- Support Technology

- Manual Authentication and Identification
- Call Signs Encryption System
- Facsimile & Data
- Data Encryption-CWP/DES/DEC/CAST
- Randomizer

- Testing Criteria
- Cryptographic Security Team (CST)

- Work Plan 99/00
- Digital Signal Processing (DSP) Algorithm Library



s.15(1)-DEF

- ISDN Security Program Phase II Contract

- System Products General

- Evaluation Language Fabrication (Verifiable

CommsExec

- Secure Data Network System

360 ITS - SECURITY - EVALUATIONS, ASSESSMENTS & REVIEWS

A-2020-00042—00448

/
/ACCAT
/CMW

/MIST 
/SCOMP 
/SDNS 
/SMITE 
/TUNIS
/ULTRIX 
/UNIX 
/XPS-100 
/XTS-200

- Government Briefings and Reports
- Marketing/User Support Documents
- Miscellaneous Reports and Reference Documents
- ISDN Security Program Management Documents &

-1
-2

- Plug Compatible Mainframes
- Multilevel Security Information Systems Security 

Initiative(MISSI)/MOSAIC
- Modular Interactive Simulation Tool

- General
- Integrated Services Digital Network (ISDN) Security 

Program Contract
- System Architecture & Engineering Documents
- Security Policy & Security Management Documents
- Working Group Documents
- Protocol and Signalling Plan Documents
- Security Profiles

- ISAC 8000
- Simple Network Management Protocol (SNMP)

- Digital Vidio Systems B-Mac Encryption System
- Risk Management Methodology
- Specifications
- Research

- Contracts
- Development

- Projects
- FAST-TRAK

- Trusted Guard (ISAC/SuperCrypt)
- Evaluation

- Methodology
- Criteria & Standards

- Electronic Key Distribution

/ELF
Silicon Compiler) 

/GRIDCASE 
/HIJACK 
/PCM 
/MISSI

- Trusted Computer systems (coded by name)
- ACCAT Guard
- Compartmented Mode Workstation

-2-1 
-2-2 
-2-3 
-2-4 
-2-5 
-2-6 
-2-7 
-2-8 
-2-9 
-2-10 

General
-2-11 

Deliverables 
-3 
-3-1 
-3-2 
-3-3 
-4 
-5 
-6 
-7 
-7-1 
-8 
-8-1 
-8-2 
-9 
-10 
-10-1 
-10-2 
-11
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I

370 ITS - SECURITY - NETWORK SECURITY

□

A-2020-00042-00450

s.15(1)-DEF 

s.20(1)(c)

-1
-2
-3
-4
-5

- General
- Gateways & Firewalls
- Specifications
- Research
- Development

-55
-56
-57
-58
-59
-60
-61 
-62 
-63

-64
-65
-66
-67
-68
-69
-70
-71 
-72

Includes ITS records relating to Network Security.
For admin records relating to CSE Network security including accreditation and access 
see S229 and S224.

-41
-42
-43
-44
-44-1
-45
-46
-47
-48
-49
-50
-51
-52
-53
-54
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Classified Data Transmission over Unclassified Network

371 THREAT AND VULNERABILITY ANALYSIS

CIS Benchmarks

A-2020-00042-00451

Includes records created and collected to counter sophisticated cyber threats and attacks 
against Network Systems
important to the Government of Canada. Includes analysis and predictions of Canada's 
vulnerability to Cyber incidents,
as well as information relating to preventing and reducing the probability of successful 
cyber attacks and records pertaining
to minimizing damage and recovery time from cyber incidents that do occur. (The series 
of Client Assessment files at 2-4
have been segregated from the corporate index re access restrictions. An index 
supplement will be updated and maintained.)

- CSE Data Distribution System (CDDS)
- Network Security Working Groups

- Project
Evaluation

- Methodology
- Criteria and Standards

- Stat Scanner
- WEB Inspect

-5-1 
-6 
-6-1 
-6-2 
-7 
-7-1 
-7-2 
-8 
-9 
-10 
-11 
-12 
-13 
-14 
-15 
-16 
-17 
-18 
-19 
-20

-0
-1
-2
-2-1
-2-2
-2-3
(OTVA)
-2-3-1
-2-3-1-1
-2-3-1-2
-2-3-1-3
-2-3-2
-2-3-2-1
-2-3-2-1-1
-2-3-2-1-2
-2-3-2-1-3
-2-3-2-2
-2-3-2-3
-2-3-2-4
-2-3-2-5

- Common Security Protocol (CSP)
- Message Security Protocol (MSP)

- Analysis and Implementation
- Trusted Network Architecture
- Briefings/Presentations
- Network Security Solution (NSS)
- Common Authentication Architecture (CAA)
- Computer & Network Based Information Systems
- Interoperable LAN/MAN Security (SILS)

- Policy Issues and Procedures
- General
- Security Posture Assessment (SPA) General

- Active Network Security Testing (ANST)
- Penetration Testing Tool Development
- Onsite Technical Vulnerability Assessment

- Fiscal Budgets
- FY 2005-2006
- FY 2006-2007
- FY 2007-2008
- Software

- Acquisition/Service (filed by fiscal year)
- FY 2005-2006
- FY 2006-2007
- FY 2007-2008
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- Legal Opinions
- Wireless
- Projects
- Sophisticated Threat Assessment (STA)
- Meetings
- OTVA Unit

FY 2005-2006
FY 2006-2007
FY 2007-2008

- MSDN Subscription
- Crystal Reports
- VMWARE
- ALGOSEC Firewall Analyzer

- Encase
- Hardware
- Acquisition/Service

- FY 2005-2006
- FY 2006-2007

- FY 2007-2008

-2-3-2-6
-2-3-2-7
-2-3-2-8
-2-3-2-9
-2-3-2-10
-2-3-3
-2-3-3-1
-2-3-3-1-1
-2-3-3-1-2
-2-3-3-1-3
-2-3-4
-2-3-4-1
-2-3-5
-2-3-5-1
-2-3-6
-2-3-6-1
-2-3-6-1-1
-2-3-6-1-2
-2-3-6-1-3
-2-3-7
-2-3-7-1
-2-3-7-2
-2-3-7-3
-2-3-8
-2-4
entered on an

index supplement)
-2-4-1 - Case File 1
-2-4-1-1 - Assessment 1
-2-4-1-2 - Assessment 2
-2-4-1-3 - Assessment 3
-2-4-2 - Case File 2
-2-4-2-1 - Assessment 1
-2-4-2-2 - Assessment 2
-2-4-2-3 - Assessment 3
-2-4-2-4 - Assessment 4
-2-4-2-5 - Assessment 5
-2-4-2-6 - Assessment 6
-2-4-3 - Case File 3
-2-4-3-1 - Assessment 1
-2-4-3-2 - Assessment 2
-2-4-4 - Case File 4
-2-4-4-1 - Assessment 1
-2-4-4-2 - Assessment 2
-2-4-5 - Case File 5
-2-4-5-1 - Assessment 1
-2-4-5-2 - Assessment 2
-2-4-5-3 - Assessment 3
-2-4-6 - Case File 6
-2-4-6-1 - Assessment 1
-2-4-6-2 - Assessment 2
-2-4-6-3 - Assessment 3
-2-4-7 - Case File 7
-2-4-7-1 - Assessment 1
-2-4-7-2 - Assessment 2
-2-4-8 - Case File 8
-2-4-8-1 - Assessment 1

- Training
- FY 2005-2006
- FY 2006-2007
- FY 2007-2008
- Code of Ethics

- Client Assessments (specific client files are
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- Technical Analysis and Incident Response (TAIR)
- Client Assessments
- Procedures and Policies
- Budget

- Cyber Defence Futures
- Cyberlab
- Early Warning
- Trends and Forecasts
- Client Assessments
- Procedures and Policies
- Budget

Assessment 2 
Case File 9 
Assessment 1 
Case File 10 
Assessment 1 
Case File 11 
Assessment 1 
Case File 12 
Assessment 1 
Assessment 2 
Assessment 3 
Assessment 4 
Case File 13 
Assessment 1 
Case File 14 
Assessment 1 
Case File 15 
Assessment 1 
Case File 16 
Assessment 1 
Case File 17 
Assessment 1 
Case File 18 
Assessment 1 
Case File 19 
Assessment 1

- Procedures and Policies
- Budget

- Technical Threat and Analysis
- Office of Technical Threat (OTT)

- Vulnerability Research and Attack Prediction

-2-4-8-2 
-2-4-9 
-2-4-9-1
-2-4-10
-2-4-10-1
-2-4-11
-2-4-11-1
-2-4-12
-2-4-12-1
-2-4-12-2 
-2-4-12-3 
-2-4-12-4
-2-4-13
-2-4-13-1
-2-4-14
-2-4-14-1
-2-4-15
-2-4-15-1
-2-4-16
-2-4-16-1
-2-4-17
-2-4-17-1
-2-4-18
-2-4-18-1
-2-4-19 
-2-4-19-1 
-2-5
-2-6
-3
-3-1
-3-2 
(VRAP) 
-3-3 
-3-4 
-3-5 
-3-6 
-4 
-4-1 
-4-2
-4-3
-4-4
-4-5
-4-6



s.15(1)-DEF

-2-1
(TCSEC)
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Includes records relating to
For CC evaluations see 382 and 383.
For CC Standards see 295-4-2.
For MOU's and Agreements see A125 series.

-13 
-14 
-15 
-16
-17 
-18 
-19 
-20

-2-2
-2-3
-3
-4
-5
-5-1

-1
-2

-5-2
-5-3
-6
-6-1
-6-2
-7
-8
-8-1
-8-2 
-8-3

-9
-10
-11
-12

Includes ITS records relating to Computer Security.
For administrative records relating to CSE Computer Security see S222.

- General
- Evaluation Criteria/Profiling/Appraisal

Proposals/Certification (CTCPEC)
- Trusted computer System Evaluation Criteria

- Sole Source Justification
- Trusted Computer System Evaluation Management Plan

- Specifications
- Research
- Development Projects

- Security Fault Analysis (SFA) -
Trusted Integrated Project Support Environment

- Briefings/Presentations
- Security Evaluation and Inspection Team (SEIT)
- Authentication
- Hard Disk Write Protect Device (HDWPD)
- Defence ADP Security Working Group (DADPSWG)
- Software Development (NSA/CSS)
- Smart Card Technology
- Computer Security Team

- Fault Effects Analysis (FEA)
- Compiler Editor for Test Specification (COMETS)

- Evaluation
- Methodology
- Criteria and Standards

- Hardware Verification
- Software Verification

- ADA
- VERDI
- EUCLID based Verification and Evaluation 

System/(EVES)
- Troubleshooting (Debugging/Viruses)
- Multilevel Security
- Computer Security Certification Program (CSCP)
- Cryptographic Evaluation and Simulation Equipment
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382 ITS - FOREIGN BASED EVALUATIONS

□

A-2020-00042—00455

- Policy
- General

- Policy
- General

Products
Documentation

Products
Documentation

Products
Documentation

Products
Documentation

Products
Documentation

-0
-1
-2
-2-1
-2-2
-3
-3-1
-3-2
-4
-4-1
-4-2
-5
-5-1
-5-2
-6
-6-1
-6-2
-7
-7-1
-7-2

Products
Documentation

Project General
- Meetings General

- CC Editorial Board (CCEB)Meeting
- CC Implementation Board (CCIB)Meeting
- CC Interpretation Management Board

- Common Evaluation Methodology (CEM)
- CEM Meetings

- Sponsor Representative (SR)
- SR Meetings

- Mutual Recognition (MR)
- MR Meetings

- Sponsor Meetings
- Legal Issues

for Information Technology Security

-0
-1
-2
-2-1
-2-1/1
-2-1/2
-2-1/3

(CCIMB)Meeting
-2-2
-2-2/1
-2-3
-2-3/1
-2-4
-2-4/1
-2-5
-2-6
-3 

Evaluation (CCITS)
-3-1

Security Evaluation Workshop
-4 - Alternate Assurance Working Group (AAWG)
-5 - Evaluation and Testing Facilities Accreditations
-5-1 - Accredited Labs
-6 - < Recognition Arrangement (CCRA)

Meetings
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-1
-2

- General
- Canadian Common Criteria Evaluation & Certification

- Procedures
- Training/Testing
- Quality Management System
- Complaints, Disputes and Appeals

- Approved Facilities

-2-1
-2-2
-2-3
-2-4
-3
-3-1
-3-1/1
-3-2
-3-2/1
-4
-4-1

-4-1/1
-4-1/1-1
-4-1/1-2
-4-1/1-2-1
-4-1/1-2-2
-4-1/1-2-3
-4-1/1-2-4
-4-1/1-2-5
-4-1/1-2-6
-4-1/1-2-7
-4-1/1-2-8
-4-1/1-3
-4-1/2
-4-1/2-1
-4-1/2-2
-4-1/2-2-1
-4-1/2-2-2
-4-1/2-2-3
-4-1/2-2-4
-4-1/2-2-5
-4-1/2-2-6
-4-1/2-2-7
-4-1/2-2-8
-4-1/3
-4-1/3-1
-4-1/3-2
-4-1/3-3
-4-1/4
-4-1/5
-4-1/6
-4-1/6-1
-4-1/6-2 
-4-2

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- personnel 
Evaluated Products
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-4-2/1
-4-2/1-1
-4-2/1-2
-4-2/1-2-1
-4-2/1-2-2
-4-2/1-2-3
-4-2/1-2-4
-4-2/1-2-5
-4-2/1-2-6
-4-2/1-2-7
-4-2/1-2-8
-4-2/1-3
-4-2/2
-4-2/2-1
-4-2Z2-2
-4-2/2-2-1
-4-2/2-2-2
-4-2/2-2-3
-4-2Z2-2-4
-4-2Z2-2-5
-4-2/2-2-6
-4-2Z2-2-7
-4-2/2-2-8
-4-2/3
-4-2/3-1
-4-2Z3-2
-4-2Z3-3
-4-2/4
-4-2/5
-4-2/6
-4-2/6-1
-4-2/6-2
-4-3
-4-3/1
-4-3/1-1
-4-3/1-2
-4-3/1-2-1
-4-3/1-2-2
-4-3/1-2-3
-4-3/1-2-4
-4-3/1-2-5
-4-3/1-2-6
-4-3/1-2-7
-4-3/1-2-8
-4-3/1-3
-4-3/2
-4-3/2-1
-4-3Z2-2
-4-3/2-2-1
-4-3Z2-2-2
-4-3Z2-2-3
-4-3Z2-2-4
-4-3/2-2-5
-4-3/2-2-6
-4-3Z2-2-7 
-4-3Z2-2-8 
-4-3/3

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
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- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

-4-3/3-1
-4-3/3-2
-4-3/3-3
-4-3/4
-4-3/5
-4-3/6
-4-3/6-1
-4-3/6-2
-4-4
-4-4/1
-4-4/1-1
-4-4/1-2
-4-4/1-2-1
-4-4/1-2-2
-4-4/1-2-3
-4-4/1-2-4
-4-4/1-2-5
-4-4/1-2-6
-4-4/1-2-7
-4-4/1-2-8
-4-4/1-3
-4-4/2
-4-4/2-1
-4-4Z2-2
-4-4/2-2-1
-4-4/2-2-2
-4-4/2-2-3
-4-4/2-2-4
-4-4Z2-2-5
-4-4/2-2-6
-4-4/2-2-7
-4-4/2-2-8
-4-4/3
-4-4/3-1
-4-4/3-2
-4-4/3-3
-4-4/4
-4-4/5
-4-4/6
-4-4/6-1
-4-4Z6-2
-4-5

-4-5/1
-4-5/1-1
-4-5/1-2
-4-5/1-2-1
-4-5/1-2-2
-4-5/1-2-3
-4-5/1-2-4
-4-5/1-2-5
-4-5/1-2-6
-4-5/1-2-7
-4-5/1-2-8
-4-5/1-3
-4-5/2

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
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- Certifier
- Planning
- Evidence and Notes

-4-5/2-1
-4-5/2-2
-4-5/2-2-1
-4-572-2-2
-4-572-2-3
-4-572-2-4
-4-572-2-5
-4-5/2-2-6
-4-572-2-7
-4-5/2-2-8
-4-5/3
-4-5/3-1
-4-573-2
-4-573-3
-4-5/4
-4-5/5
-4-5/6
-4-5/6-1
-4-576-2
-4-6

-4-6/1
-4-6/1-1 
-4-6/1-2 
-4-6/1-2-1 
-4-6/1-2-2 
-4-6/1-2-3
-4-6/1-2-4 
-4-6/1-2-5 
-4-6/1-2-6 
-4-6/1-2-7 
-4-6/1-2-8
-4-6/1-3 
-4-6/2 
-4-6/2-1 
-4-6/2-2 
-4-6/2-2-1
-4-6/2-2-2 
-4-6/2-2-3 
-4-672-2-4 
-4-672-2-5 
-4-672-2-6
-4-6/2-2-7 
-4-6/2-2-8 
-4-6/3 
-4-6/3-1 
-4-673-2
-4-6/3-3 
-4-6/4 
-4-6/5 
-4-6/6 
-4-6/6-1
-4-6/6-2 
-4-7
-4-7/1 
-4-7/1-1 
-4-7/1-2

- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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-4-8/1 
-4-8/1-1 
-4-8/1-2 
-4-8/1-2-1 
-4-8/1-2-2
-4-8/1-2-3 
-4-8/1-2-4 
-4-8/1-2-5 
-4-8/1-2-6 
-4-8/1-2-7 
-4-8/1-2-8
-4-8/1-3 
-4-8/2
-4-8/2-1 
-4-8Z2-2 
-4-8/2-2-1 
-4-8/2-2-2 
-4-8/2-2-3
-4-S/2-2-4 
-4-8Z2-2-5 
-4-8Z2-2-6 
-4-S/2-2-7 
-4-8/2-2-S 
-4-8/3 
-4-8/3-1 
-4-8/3-2

-4-7/1-2-1
-4-7/1-2-2
-4-7/1-2-3
-4-7/1-2-4
-4-7/1-2-5
-4-7/1-2-6
-4-7/1-2-7
-4-7/1-2-8
-4-7/1-3
-4-7/2
-4-7/2-1
-4-7Z2-2
-4-7/2-2-1
-4-7/2-2-2
-4-7/2-2-3
-4-7/2-2-4
-4-7/2-2-5
-4-7/2-2-6
-4-7Z2-2-7
-4-7/2-2-8 
-4-7/3 
-4-7/3-1 
-4-7/3-2
-4-7/3-3
-4-7/4
-4-7/5
-4-7/6
-4-7/6-1
-4-7/6-2 
-4-8

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
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- Results
- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

-4-10/1
-4-10/1-1
-4-10/1-2
-4-10/1-2-1
-4-10/1-2-2
-4-10/1-2-3
-4-10/1-2-4
-4-10/1-2-5
-4-10/1-2-6
-4-10/1-2-7
-4-10/1-2-8
-4-10/1-3
-4-10/2
-4-10/2-1
-4-10/2-2

-4-S/3-3
-4-8/4
-4-8/5
-4-8/6
-4-8/6-1
-4-8Z6-2
-4-9

-4-9/1
-4-9/1-1
-4-9/1-2
-4-9/1-2-1
-4-9/1-2-2
-4-9/1-2-3
-4-9/1-2-4
-4-9/1-2-5
-4-9/1-2-6
-4-9/1-2-7
-4-9/1-2-8
-4-9/1-3
-4-9/2
-4-9/2-1
-4-9Z2-2
-4-9/2-2-1
-4-9/2-2-2
-4-9/2-2-3
-4-9/2-2-4
-4-9Z2-2-5
-4-9Z2-2-6
-4-9/2-2-7
-4-9/2-2-8
-4-9/3
-4-9/3-1
-4-9Z3-2
-4-9/3-3
-4-9/4
-4-9/5
-4-9/6
-4-9/6-1
-4-9Z6-2
-4-10

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes
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-4-10/3
-4-10/3-1
-4-10/3-2
-4-10/3-3
-4-10/4
-4-10/5
-4-10/6
-4-10/6-1
-4-10/6-2
-4-11
-4-11/1
-4-11/1-1
-4-11/1-2
-4-11/1-2-1
-4-11/1-2-2
-4-11/1-2-3
-4-11/1-2-4
-4-11/1-2-5
-4-11/1-2-6
-4-11/1-2-7
-4-11/1-2-8
-4-11/1-3
-4-11/2
-4-11/2-1
-4-11/2-2
-4-11/2-2-1
-4-11/2-2-2
-4-11/2-2-3
-4-11/2-2-4
-4-11/2-2-5
-4-11/2-2-6
-4-11/2-2-7
-4-11/2-2-8
-4-11/3
-4-11/3-1
-4-11/3-2
-4-11/3-3
-4-11/4
-4-11/5
-4-11/6
-4-11/6-1
-4-11/6-2
-4-12
-4-12/1
-4-12/1-1
-4-12/1-2
-4-12/1-2-1 
-4-12/1-2-2 
-4-12/1-2-3

Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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-4-12/2-2-8
-4-12/3
-4-12/3-1
-4-12/3-2
-4-12/3-3
-4-12/4
-4-12/5
-4-12/6
-4-12/6-1
-4-12/6-2
-4-13
-4-13/1
-4-13/1-1
-4-13/1-2
-4-13/1-2-1
-4-13/1-2-2
-4-13/1-2-3
-4-13/1-2-4
-4-13/1-2-5
-4-13/1-2-6
-4-13/1-2-7
-4-13/1-2-8
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-4-13/2-1
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-4-13/2-2-4
-4-13/2-2-5
-4-13/2-2-6
-4-13/2-2-7
-4-13/2-2-8
-4-13/3
-4-13/3-1
-4-13/3-2
-4-13/3-3
-4-13/4
-4-13/5
-4-13/6

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB

- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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Other
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-4-14/2-2-3
-4-14/2-2-4
-4-14/2-2-5
-4-14/2-2-6
-4-14/2-2-7
-4-14/2-2-8
-4-14/3
-4-14/3-1
-4-14/3-2
-4-14/3-3
-4-14/4
-4-14/5
-4-14/6
-4-14/6-1
-4-14/6-2
-4-15
-4-15/1
-4-15/1-1
-4-15/1-2
-4-15/1-2-1
-4-15/1-2-2
-4-15/1-2-3
-4-15/1-2-4
-4-15/1-2-5
-4-15/1-2-6
-4-15/1-2-7
-4-15/1-2-8
-4-15/1-3
-4-15/2
-4-15/2-1
-4-15/2-2
-4-15/2-2-1
-4-15/2-2-2
-4-15/2-2-3
-4-15/2-2-4 
-4-15/2-2-5 
-4-15/2-2-6

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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-4-16/1-2-2 
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-4-16/2-2-7
-4-16/2-2-8 
-4-16/3 
-4-16/3-1 
-4-16/3-2 
-4-16/3-3 
-4-16/4 
-4-16/5 
-4-16/6 
-4-16/6-1 
-4-16/6-2 
-4-17 
-4-17/1 
-4-17/1-1 
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-4-17/1-2-1 
-4-17/1-2-2 
-4-17/1-2-3 
-4-17/1-2-4 
-4-17/1-2-5 
-4-17/1-2-6 
-4-17/1-2-7 
-4-17/1-2-8

Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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Certifier
- Planning

-4-17/1-3
-4-17/2
-4-17/2-1
-4-17/2-2
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-4-17/3-1
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-4-17/3-3
-4-17/4
-4-17/5
-4-17/6
-4-17/6-1
-4-17/6-2
-4-18
-4-18/1
-4-18/1-1
-4-18/1-2
-4-18/1-2-1
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-4-18/3
-4-18/3-1
-4-18/3-2
-4-18/3-3
-4-18/4
-4-18/5
-4-18/6
-4-18/6-1
-4-18/6-2
-4-19 
-4-19/1 
-4-19/1-1

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB

- CSE
- Other

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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-4-19/3
-4-19/3-1
-4-19/3-2
-4-19/3-3
-4-19/4
-4-19/5
-4-19/6
-4-19/6-1
-4-19/6-2
-4-20
-4-20/1
-4-20/1-1
-4-20/1-2
-4-20/1-2-1
-4-20/1-2-2
-4-20/1-2-3
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-4-20/2-2-6
-4-20/2-2-7
-4-20/2-2-8
-4-20/3
-4-20/3-1
-4-20/3-2

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes

- Evidence and Notes
- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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-4-22/2-1
-4-22/2-2 
-4-22/2-2-1 
-4-22/2-2-2

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)

- Results
- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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-4-24
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-4-24/1-1
-4-24/1-2
-4-24/1-2-1
-4-24/1-2-2
-4-24/1-2-3
-4-24/1-2-4

Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)

- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- H o **

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
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- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
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- Results
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- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
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- Results
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Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer

- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
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- Assurance Tests (ATE)
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- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other



s.15(1)-DEF

A-2020-00042—00473

Certifier
- Planning

-4-31/1
-4-31/1-1

-4-29/2
-4-29/2-1
-4-29/2-2
-4-29/2-2-1
-4-29/2-2-2
-4-29/2-2-3
-4-29/2-2-4
-4-29/2-2-5
-4-29/2-2-6
-4-29/2-2-7
-4-29/2-2-8
-4-29/3
-4-29/3-1
-4-29/3-2
-4-29/3-3
-4-29/4
-4-29/5
-4-29/6
-4-29/6-1
-4-29/6-2 
-4-30 
-4-30/1
-4-30/1-1
-4-30/1-2
-4-30/1-2-1
-4-30/1-2-2
-4-30/1-2-3
-4-30/1-2-4
-4-30/1-2-5
-4-30/1-2-6
-4-30/1-2-7
-4-30/1-2-8
-4-30/1-3
-4-30/2
-4-30/2-1
-4-30/2-2
-4-30/2-2-1
-4-30/2-2-2
-4-30/2-2-3
-4-30/2-2-4
-4-30/2-2-5
-4-30/2-2-6
-4-30/2-2-7
-4-30/2-2-8
-4-30/3
-4-30/3-1
-4-30/3-2
-4-30/3-3
-4-30/4
-4-30/5
-4-30/6
-4-30/6-1
-4-30/6-2
-4-31

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)
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- Planning
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- Results

- Meetings
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- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes

- Evidence and Notes
- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)
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- Results
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- Other
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- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)

- Results
- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)
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Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)

- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
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- Results
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- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
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- Other
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- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Observation Reports (ORs)
- WEB
- CSE
- Other
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A-2020-00042—00494

-4-65/2-2-5 
-4-65/2-2-6 
-4-65/2-2-7 
-4-65/2-2-8 
-4-65/3 
-4-65/3-1 
-4-65/3-2 
-4-65/3-3 
-4-65/4 
-4-65/5 
-4-65/6 
-4-65/6-1 
-4-65/6-2 
-4-66 
-4-66/1 
-4-66/1-1 
-4-66/1-2
-4-66/1-2-1 
-4-66/1-2-2 
-4-66/1-2-3 
-4-66/1-2-4 
-4-66/1-2-5 
-4-66/1-2-6 
-4-66/1-2-7 
-4-66/1-2-8 
-4-66/1-3 
-4-66/2 
-4-66/2-1 
-4-66/2-2
-4-66/2-2-1 
-4-66/2-2-2 
-4-66/2-2-3 
-4-66/2-2-4 
-4-66/2-2-5 
-4-66/2-2-6 
-4-66/2-2-7 
-4-66/2-2-8 
-4-66/3 
-4-66/3-1 
-4-66/3-2 
-4-66/3-3
-4-66/4 
-4-66/5 
-4-66/6 
-4-66/6-1 
-4-66/6-2 
-4-67 
-4-67/1 
-4-67/1-1 
-4-67/1-2 
-4-67/1-2-1
-4-67/1-2-2 
-4-67/1-2-3 
-4-67/1-2-4 
-4-67/1-2-5 
-4-67/1-2-6 
-4-67/1-2-7

Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)

- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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- Certifier

A-2020-00042—00495

-4-67/1-2-8 
-4-67/1-3 
-4-67/2 
-4-67/2-1 
-4-67/2-2 
-4-67/2-2-1 
-4-67/2-2-2 
-4-67/2-2-3 
-4-67/2-2-4 
-4-67/2-2-5 
-4-67/2-2-6 
-4-67/2-2-7 
-4-67/2-2-8 
-4-67/3 
-4-67/3-1 
-4-67/3-2 
-4-67/3-3 
-4-67/4 
-4-67/5 
-4-67/6 
-4-67/6-1 
-4-67/6-2 
-4-68 
-4-68/1 
-4-68/1-1 
-4-68/1-2 
-4-68/1-2-1 
-4-68/1-2-2 
-4-68/1-2-3 
-4-68/1-2-4 
-4-68/1-2-5 
-4-68/1-2-6 
-4-68/1-2-7 
-4-68/1-2-8 
-4-68/1-3 
-4-68/2 
-4-68/2-1 
-4-68/2-2 
-4-68/2-2-1 
-4-68/2-2-2 
-4-68/2-2-3 
-4-68/2-2-4 
-4-68/2-2-5 
-4-68/2-2-6 
-4-68/2-2-7 
-4-68/2-2-8 
-4-68/3 
-4-68/3-1 
-4-68/3-2 
-4-68/3-3 
-4-68/4 
-4-68/5 
-4-68/6 
-4-68/6-1 
-4-68/6-2 
-4-69 
-4-69/1

- certirier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Assurance Vulnerability Assessment (AVA)
- Reports

- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other



s.15(1)-DEF

A-2020-00042—00496

-4-69/1-1
-4-69/1-2
-4-69/1-2-1
-4-69/1-2-2
-4-69/1-2-3
-4-69/1-2-4
-4-69/1-2-5
-4-69/1-2-6
-4-69/1-2-7
-4-69/1-2-8
-4-69/1-3
-4-69/2
-4-69/2-1
-4-69/2-2
-4-69/2-2-1
-4-69/2-2-2
-4-69/2-2-3 
-4-69/2-2-4 
-4-69/2-2-5 
-4-69/2-2-6
-4-69/2-2-7 
-4-69/2-2-8 
-4-69/3 
-4-69/3-1
-4-69/3-2
-4-69/3-3
-4-69/4
-4-69/5
-4-69/6
-4-69/6-1
-4-69/6-2 
-4-70

-4-70/1
-4-70/1-1
-4-70/1-2
-4-70/1-2-1
-4-70/1-2-2
-4-70/1-2-3
-4-70/1-2-4
-4-70/1-2-5
-4-70/1-2-6
-4-70/1-2-7
-4-70/1-2-8
-4-70/1-3
-4-70/2
-4-70/2-1
-4-70/2-2
-4-70/2-2-1
-4-70/2-2-2
-4-70/2-2-3
-4-70/2-2-4
-4-70/2-2-5
-4-70/2-2-6
-4-70/2-2-7
-4-70/2-2-8
-4-70/3

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator

- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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A-2020-00042—00497

-4-70/3-1 
-4-70/3-2 
-4-70/3-3 
-4-70/4 
-4-70/5
-4-70/6 
-4-70/6-1 
-4-70/6-2 
-4-71
-4-71/1
-4-71/1-1
-4-71/1-2
-4-71/1-2-1
-4-71/1-2-2 
-4-71/1-2-3 
-4-71/1-2-4 
-4-71/1-2-5 
-4-71/1-2-6
-4-71/1-2-7 
-4-71/1-2-8 
-4-71/1-3 
-4-71/2 
-4-71/2-1
-4-71/2-2
-4-71/2-2-1 
-4-71/2-2-2 
-4-71/2-2-3 
-4-71/2-2-4 
-4-71/2-2-5 
-4-71/2-2-6
-4-71/2-2-7 
-4-71/2-2-8 
-4-71/3 
-4-71/3-1 
-4-71/3-2
-4-71/3-3
-4-71/4
-4-71/5 
-4-71/6 
-4-71/6-1 
-4-71/6-2 
-4-72
-4-72/1
-4-72/1-1 
-4-72/1-2 
-4-72/1-2-1 
-4-72/1-2-2 
-4-72/1-2-3
-4-72/1-2-4 
-4-72/1-2-5 
-4-72/1-2-6 
-4-72/1-2-7 
-4-72/1-2-8
-4-72/1-3 
-4-72/2 
-4-72/2-1
-4-72/2-2

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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A-2020-00042—00498

-4-72/2-2-1
-4-72/2-2-2 
-4-72/2-2-3 
-4-72/2-2-4
-4-72/2-2-5
-4-72/2-2-6
-4-72/2-2-7
-4-72/2-2-8
-4-72/3
-4-72/3-1
-4-72/3-2
-4-72/3-3
-4-72/4
-4-72/5
-4-72/6
-4-72/6-1
-4-72/6-2
-4-73
-4-73/1
-4-73/1-1
-4-73/1-2
-4-73/1-2-1
-4-73/1-2-2
-4-73/1-2-3
-4-73/1-2-4
-4-73/1-2-5
-4-73/1-2-6
-4-73/1-2-7
-4-73/1-2-8
-4-73/1-3
-4-73/2
-4-73/2-1
-4-73/2-2
-4-73/2-2-1
-4-73/2-2-2
-4-73/2-2-3
-4-73/2-2-4
-4-73/2-2-5
-4-73/2-2-6
-4-73/2-2-7
-4-73/2-2-8
-4-73/3
-4-73/3-1
-4-73/3-2
-4-73/3-3
-4-73/4
-4-73/5
-4-73/6
-4-73/6-1
-4-73/6-2
-4-74
-4-74/1
-4-74/1-1
-4-74/1-2
-4-74/1-2-1
-4-74/1-2-2 
-4-74/1-2-3

Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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A-2020-00042—00499

-4-74/1-2-4
-4-74/1-2-5
-4-74/1-2-6
-4-74/1-2-7
-4-74/1-2-8
-4-74/1-3
-4-74/2
-4-74/2-1
-4-74/2-2
-4-74/2-2-1
-4-74/2-2-2
-4-74/2-2-3
-4-74/2-2-4
-4-74/2-2-5
-4-74/2-2-6 
-4-74/2-2-7 
-4-74/2-2-8
-4-74/3
-4-74/3-1
-4-74/3-2
-4-74/3-3
-4-74/4
-4-74/5
-4-74/6
-4-74/6-1
-4-74/6-2
-4-75
-4-75/1
-4-75/1-1
-4-75/1-2
-4-75/1-2-1
-4-75/1-2-2
-4-75/1-2-3
-4-75/1-2-4
-4-75/1-2-5
-4-75/1-2-6
-4-75/1-2-7
-4-75/1-2-8
-4-75/1-3
-4-75/2
-4-75/2-1
-4-75/2-2
-4-75/2-2-1
-4-75/2-2-2
-4-75/2-2-3
-4-75/2-2-4
-4-75/2-2-5
-4-75/2-2-6
-4-75/2-2-7
-4-75/2-2-8
-4-75/3
-4-75/3-1
-4-75/3-2
-4-75/3-3
-4-75/4
-4-75/5
-4-75/6

- Certifier
- Planning
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB

- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Reports
- Developer
- Security Targets (ST)
- Evidence and Notes

- Assurance Security Target Evaluations (ASE)
- Assurance Configuration Management (ACM)
- Assurance Delivery and Operation (ADO)
- Assurance Guidance Documents (AGD)
- Assurance Life Cycle Support (ALC)
- Assurance Development (ADV)
- Assurance Tests (ATE)
- Assurance Vulnerability Assessment (AVA)

- Evaluator
- Planning
- Evidence and Notes
- Results

- Meetings
- Observation Reports (ORs)
- WEB
- CSE
- Other
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390 ITS - THREAT/RISK - GENERAL

□

A-2020-00042—00500

Includes records relating to ITS Threat & Risk programs.
For Technical Security Inspection Working Group (TSIWG) see A220/CTE154.

-0
-1
-2
-3
-3-1
-3-2

- Policy Issues and Procedures
- General
- INFOSEC Incidents
- Threat and Vulnerability

- The Internet & BBS
- Rapid Emergency Action Crisis Team (REACT)

-4-75/6-1 - CSE
-4-75/6-2 - Other
-5 - Evaluated Systems
-6 - Evaluated Protection Profiles
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- Integrated Threat Assessment Centre (ITAC)

391 ITS - THREAT/RISK - TRANSEC EQUIPMENT (SPREAD)

□

Includes all correspondence relating to Threat/Risk Transec Equipment.

General
:/n

400 ITS - SERVICES - GENERAL

□

A-2020-00042—00501

Includes records relating to ITS Client Services in general for which no other primary 
titles have been identified.

-3-3 
-3-4 
-3-5
-3-6 
-3-7 
-4

- Crypto Vulnerabilities
- Wireless Data Communications
- Telecommunications Systems

-1
-2
-3
-4
-5

-4-1 
-4-2 
-4-3 
-4-4 
-4-5 
-4-6 
-5 
-5/ 
-6 
-7 
-8 
-9 
-10

Reports
-11 

Participation

- Computer Network Operations
- Threat/Risk Assessments and 

Analysis/Certification/Accreditation 
(Issued by CSE)

- Issued by CSIS
- Issued by RCMP
- Issued by NSA
- Issued by DND
- Issued by GCHQ

- Reports (coded by year)
- Threat Database - DND
- Briefings/Presentations
- Vulnerability Management
- Troubleshooting (Debugging/Viruses/Trojans)
- Technical Security Inspection Team (TSIT)Action



ssr
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410 ITS - SERVICES - CLIENTS

□

/<

A-2020-00042—00502

Includes records relating to Clients for which no other primary titles have been identified. 
Coded Files: Files may be coded by Client short title.

- General
- Client Profile
- Companies General

- (coded by company name)

-1
-2
-3
-4
-4-1
-5
-6
-7
-8

-1
-2
-3
/
/. 
r. 
/. 
r. r. 
/i r. 
/< 
/< 
/< 
/< 
/< 
/< 
/< 
/< 
/< 
/< 
/< 
/( 
/< 
/< 
/< 
/'
/< 
/< 
/<

- General
- New INFOSEC Client Services Approach
- CSE INFOSEC Help Desk Facility
- CSE INFOSEC Services

- Planning/Process Mapping
- Quality Assurance
- ITS Client Services Assessments
- CSE's IT Support Environment Service Review
- Presentations
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s.20(1)(c)

Canada

/

425 ITS - SERVICES - DOCUMENTATION MANAGEMENT

□

A-2020-00042—00504

/ 
/ 
I 
I 
I 
I 
I 
/ 

(Previous 
/ 
/ 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
/ 
I 
/ 
I 
I 
/ 
I 
I 
I 
I
I

I
I 
/
I
I

I 
/
I
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Includes records relating to the management of ITS documentation

- Canadian Short Title System for Cryptomaterial and

430 ITS - SERVICES - PROMOTION & MARKETING

□

500 ITS - EQUIPMENT - GENERAL

A-2020-00042—00505

Includes records relating to promotion and marketing of CSE ITS products and services.
For GSTN Marketing see 770 series.
For ISDN Marketing see 350 series.
For Industrial Programs Marketing see 280 series.

-1
-2
-2-1
-2-2
-2-3
-2-4
-2-5
-2-6
-2-7
-2-8 
-3
-3-1
-3-2

-13
Publications

-14

- General
- CSE
- NSA/GCHQ/DSD/GCSB
- Government Departments

- DND
- Industry
- Reports COMINT/SIGINT Projects
- INFOSEC Material Reports (GC223)

- coded by account number
- Release of Documentation to CSE
- Document Transfer

-1
-2
-3
-4
-4-1
-5
-6
-7
-7/
-8
-9
-10
-11
-12

- General
- Marketing

- Customer Satisfaction
- Client Knowledge Base
- Logo Media
- Market Research
- Marketing Plan
- Media Kit
- Media Plan - Symposium
- Strategies

- Brochures
- CSE
- Non-CSE
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□

A-2020-00042—00506

-2-2
-3
-4
-5

- Policy
- General
- Secure Communications Equipment (Non-Cryptographic)

- UK Equipment
- Maintenance
- Equipment Manuals (includes Brochures)

-0
-1
-2
-2-1

Includes records relating to ITS Equipment. 
For Cryptographic Equipment see 501 to 513. 
For Laboratory Equipment see 513 series.
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501 CRYPTOGRAPHIC EQUIPMENT - GENERAL

□

A-2020-00042—00508

Includes records relating to cryptographic equipment for which no other primary' titles 
have been identified.
Crypto Equipment Approval for Use (-2) file includes all crypto equipment regardless of 
country.
For Commercial Cryptographic Equipment see 502-series.

-o
-1

- Policies and Policy Issues
- General
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s.20(1)(c)

502 CRYPTOGRAPHIC EQUIPMENT - COMMERCIAL

□

A-2020-00042—00509

- Crypto Equipment Approval for Use
- Electronic Funds Transfer (EFT) Equipment
- Equipment Testing/Evaluation

- Equipment Briefing's/Demonstrations
- Engineering Project Reports
- Maintenance/Repairs

- ESE Correspondence
- Summary of Weekly Issues from EAITC (KPE)
- Companies (Series CLOSED as of 31 December 1999)

General
Private Venture

Includes records relating to commercial cryptographic equipment.
For COCOM see A220/CTE324
See 9027 series for Export files dated after 01 January 2000.

-2
-3
-4
-5
-6
-7
-7-1
-7-2
-7-3
-8
-8-1
-8-2
-9
-10
-11
-11-1
-12
-13
-14
-15
-16
-17

-1
-2
-2-1
-2-2
-3

- Defects in Cryptographic Equipment
- Destruction/Disposal of Cryptographic Equipment
- Cryptographic Equipment Installation
- Production
- Requirements
- Crypto National Reserve Loans

- Guidance for the Use of Commercial Cryptography for 
Classified Applications

-4
-5
-6
-7
-7-1
-7-2
-7-3
-7-4
-7-5
-7-6
-7-7
-7-8
-7-9

Systems)
-7-10
-7-11
-7-12
-7-13
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A-2020-00042—00511

- Canadian Cryptographic Permit Applications
- Quarterly Export Permit Report

- Digital Voice Communications Module (DVCM)
- Delta Codec
- Key Generator
- FSK Modem
- Interface Module

- Cryptographic Equipment List

-7-71
-7-72
-7-73
-7-74
-7-75
-7-76
-7-77
-7-78
-7-79
-7-80
-7-81
-7-82
-7-83

-7-84 
-7-85 
-7-86 
-7-87 
-7-88 
-7-89 
-7-90 
-7-91 
-7-92 
-7-93 
-7-94 
-7-95 
-7-96 
-7-97 
-7-98 
-7-99 
-7-100 
-7-101 
-7-102 
-7-103 
-7-104
-7-105 
-7-106 
-7-107 
-7-108 
-7-109 
-7-110 
-7-111 
-7-112 
-7-113 
-7-114 
-7-115 
-7-116 
-7-117 
-8 
-8-1 
-9 
-9-1 
-9-2 
-9-3 
-9-4 
-10
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505 CRYPTOGRAPHIC EQUIPMENT OFF-LINE

□

506 CRYPTOGRAPHIC EQUIPMENT - ON-LINE TELEGRAPH

□

507 CRYPTOGRAPHIC EQUIPMENT - FACSIMILE & DATA

A-2020-00042—00512

- General
- Tempest Evaluations

- General
- Tempest Evaluations

-1
-2
-3
-4
-5
-6
-7
-8
-9
-10
-11
-12
-13
-14

-1 
-2 
-3 
-4 
-5 
-6 
-7
-8 
-9
-10

System)
-11 
-12 
-13 
-14 
-15 
-16 
-17 
-18 
-19 
-20
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□

General

508 CRYPTOGRAPHIC EQUIPMENT - CIPHONY

□

A-2020-00042—00513

-1
-2
-3
-4
-5

- General
- Tempest Evaluations

-1
-2
-3
-4
-5
-6
-7
-8
-9
-10
-11
-12
-13
-13-1
-14
-15
-16
-17
-18
-19
-20
-21
-22
-23
-24
-25
-26
-27
-28
-29
-30
-31
-32
-33
-34
-35
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509 CRYPTOGRAPHIC EQUIPMENT - KEY GENERATORS

□

For IRIS Canadian Key Management Unit (CKMU)see 267-2.

A-2020-00042—00514

-36
-37
-38
-39
-40
-41
-42
-43
-44
-45
-46
-47

- General
- Tempest Evaluations

-1
-2
-3
-4
-5
-6
-7
-8
-9
-10
-11
-12
-13
-14
-15
-16
-17
-18
-19
-20
-21
-22
-23
-24
-25
-26
-27
-28
-29
-30
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510 CRYPTOGRAPHIC EQUIPMENT - ANCILLARY DEVICES

□

General

511 CRYPTOGRAPHIC EQUIPMENT - EMBEDABLE MODULES

□
General

512 CRYPTOGRAPHIC EQUIPMENT - KEY PRODUCTION EQUIPMENT

□
For Electronic Key Distribution (EKD) Committee see A220/CTE165.

A-2020-00042—00515

- General
- Evaluations
- Electronic Key Distribution

-1
-2
-2-2
-3
-4
-4-1
-5

-1
-2
-3
-4

-1
-2
-3
-4
-5
-6
-7
-8
-9
-10
-11
-12
-13
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513 CRYPTOGRAPHIC EQUIPMENT - TEST EQUIPMENT

□
General

GOC EKMS - IKMS Interface Utility

A-2020-00042—00516

525 GOVERNMENT OF CANADA ELECTRONIC KEY MANAGEMENT 
SYSTEM

INFRASTRUCTURE (GoC EKMS)

-1
-2
-3
-4
-5
-6
-7
-8
-9

-0 
-1 
-2 
-2-1
-2-2 
-2-3 
-2-4 
-2-5 
-2-6
-2-7 
-2-8 
-3
-3-1 
-3-2 
-3-3 
-4
-4-1 
-4-2 
-4-3 
-4-4 
-4-5
-4-6 
-4-7 
-4-8 
-4-9

Includes records relating to the maintenance and modernization of the Electronic Key 
Management System.
Files commence as of 01 Jan 2003 for previous documentation related to the CEKMS 
Program see 601 and 
602 series.

- Policy
- General
- Requirements

- Standards
- EKMS
- Cryptographic Algorithm
- ECU/EKMS Interface

- Configuration, Hardware and Software



s.15(1)-DEF

- Configuration Change, Proposal, Development, Test and

- Contracting

600 ITS - MAJOR PROGRAMS - GENERAL

A-2020-00042—00517

- GoC Meetings and Working Groups
- Configuration Management Board
- CSE
- DND
- CSIS
- RCMP
- DFAIT (previously EAITC, DEA)

- NSA Meetings and Working Groups
- CSE/NSA Quarterly
- EKMS Interface Control Working Group
- Joint Key Management Implementation Working

-5 
Evaluation

-5-1 
-5-2 
-5-3 
-5-4 
-5-5 
-5-6 
-5-7 
-5-8 
-6 
-6-1 
-6-2 
-6-3 
-6-4 
-6-5 
-6-6 
-7 
-7-1 
-7-2 
-7-3 
-7-4 
-7-5 
-7-6 
-8 
-8-1 
-8-2 
-8-3

Group(JKMIWG) 
-8-4 
-8-5 
-8-6 
-8-7 
-9 
-9-1 
-9-2 
-9-3 
-10 
-10-1 
-10-2 
-11 
-11-1 
-11-2 
-11-3 
-12 
-12-1 
-12-2 
-12-3 
-13 
-13-1 
-13-2 
-13-3 
-13-4

- SIIG
- Key Management Sub-Working Group (KMSG)
- KMI
- EKMS Configuration Management

- CCEB Meetings and Working Groups
- United Kingdom
- Australia
- New Zealand

Meetings and Working Groups

- Related Infrastructures
- CKMS
- IKMS
- CMHS

- Related Projects
- Secure Voice and Data
- Cryptographic Modernization
- Canadian Central Facility Modernization

- Security
- Security Policies
- Security Specifications
- Certification and Accreditation
- Authority to Operate
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□

General

A-2020-00042—00518

Includes records relating to ITS involvement in Government and CSE Major Programs 
for which no other primary titles have been identified. Files may be coded by the project 
or program short title.
For CEKMS see Primaries 601 to 602.
For Industrial Programs see 280 series.
FOR PK.I SEE 603.
For MOU's and Agreements see A125 series.

-1 
-2 
-2-1 
-2-2 
-2-3 
-2-4 
-2-5 
-2-6 
-2-7 
-2-8 
-2-9 
-2-10
-3 
-3-1 
-4 
-4-1 
-4-2 
-5 
-6 
-7 

establishments
-8 
-9 
-10 
-11 
-12 
-13 
-14 
-15 
-16 
-17 
-18 
-19 

(SHINPADS)
-20 
-21 
-22 
-23 
-24 
-25
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-64

601 MAJOR PROGRAMS - CEKMS (CLOSED)

□

A-2020-00042—00520

Includes records relating to the Canadian Key Management System CKMS and the 
Canadian Electronic
Key Management System CEKMS for which no other primary titles have been 
identified.

-60
-61
-62
-63

-48
-49
-50
-51
-52
-53
-54
-55
-56
-57
-58
-59

-64-1
-65
-66
-67
-68
-68-1
-69
-69-1
-70
-71
-71-1
-72
-73
-73-1
-73-2
-73-3
-74
-75
-76



s.15(1)-DEF

(CLOSED)

(CLOSED)

602 MAJOR PROGRAMS - CCEKMS (CLOSED)

A-2020-00042—00521

For Life Cycle Management of CEKMS see 525 series.
For CCEKMS and PKI see primaries 602 and 603 respectively.

- Policy (CLOSED)
- General (CLOSED)
- Requirements (CLOSED)

- FTE (CLOSED)
- Standards (CLOSED)

- United States (CLOSED)
- Architecture (CLOSED)
- Design (CLOSED)
- Development (CLOSED)
- Test (CLOSED)
- Implementation (CLOSED)
- Status Reports/Update Briefings (CLOSED)
- Strategy (CLOSED)
- Working Groups (CLOSED)

- Interdepartmental EKMS Working Group (CLOSED)
- Key Management Working Group (CLOSED)
- Electronic Key Management Working Group (CLOSED)

- Program Review (CLOSED)
- Trip Reports (CLOSED)
- Meetings (CLOSED)

-21 
-21-1 
-21-2 
-21-3 
-21-4 
-21-5 
-21-6 
-21-7 
-21-8 
-22 
-23 
-24 
-25 
-26 
-27 
-28

(CDRL)(CLOSED)

-0
-1
-2
-2-1
-3
-3-1
-4
-5
-6
-7
-8
-9
-10
-11
-11-1
-11-2
-11-3 
-12 
-13 
-14
-15
-16
-17
-18
-19
-19-1 
-19-2 
-19-3 
-20

- CONOP (CLOSED)
- Threat and Risk Assessments (CLOSED)
- Presentations (CLOSED)
- Key Management Center (KMC) (CLOSED)

- Daily Report Summaries (CLOSED)
- Security Logs (CLOSED)
- System Console Logs (CLOSED)

- Key Management Order Distribution Center (KMODC) 
Report Summaries (CLOSED)

- Canadian Key Management System (CKMS) (CLOSED)
- Configuration Management Plan (CMP) (CLOSED)
- Configuration Control Board (CCB)(CLOSED)
- Briefings (CLOSED)
- Problem Action Reports (PAR's)
- Training (CLOSED)
- Security (CLOSED)
- Reports (CLOSED)
- Budget (CLOSED)

- CKMS Transition Printouts (CLOSED)
- Manual Database Updates (CLOSED)
- SSDB Analyzer Reports (CLOSED)
- Fill Station Manager (FSM) Printouts (CLOSED)
- Extension Analysis - Rekey (CLOSED)
- EKMS Library Holdings (CLOSED)
- Contract Deliverables Requirement Listing
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□

- Design (CLOSED)

(formerly Production Information Control System

- Test (CLOSED)

(CLOSED)

A-2020-00042—00522

Includes records relating to the Canadian Classified Electronic Key Management System. 
For Government EDP Standards Committee (GESC) see A220/CTE337 in the Admin 
Index.
For Life Cycle Management of CCEKMS see 525 series.
For MOU's and Agreements see A125 series.

- Standards (CLOSED)
- Architecture (CLOSED)

- Policy (CLOSED)
- General (CLOSED)
- Requirements (CLOSED)

- Test Plan for CCEKMS (CLOSED)
- Problem Action Reports (PAR's)

- Implementation (CLOSED)
- Procurement (CLOSED)
- Transition (CLOSED)

-0
-1
-2
-2-1
-2-2
-2-3 
-2-4 
-2-5 
-3
-4
-4-1
-4-2
-4-3
-4-4
-4-5
-4-6 
-5
-5-1
-5-2
-5-3
-5-4 
-5-5 
-5-6

- Remote User (CLOSED)
- Development (CLOSED)

(PICS)) (CLOSED) 
-5-7 
-6 
-6-1 
-6-2 
-6-3 
-6-4 
-6-5 
-7 
-7-1 
-7-2 
-7-3 
-7-4 
-7-5 
-7-6 
-7-7 
-8 
-8-1 
-8-2
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(PHST)

(CLOSED)

(CLOSED)

- Accounting (CLOSED)

A-2020-00042—00523

- Costing (CLOSED)
- Security (CLOSED)

- End Requirements (CLOSED)
- Contract Deliverables Requirement Listing

- Installation (CLOSED)
- Operation (CLOSED)
- CF Maintenance (CLOSED)
- KP Maintenance (CLOSED)
- Maintenance/Supply Support - General
- Facilities (CLOSED)
- Computer Resources (CLOSED)
- Technical Data (CLOSED)
- Manpower and Personnel (CLOSED)
- Support and Test Equipment (CLOSED)
- Packaging, Handling, Shipping and Transportation

-8-3
-8-4
-8-5
-8-6
-8-7
-8-8
-8-9
-8-10
-8-11
-8-12
-8-13

- Project Implementation Plan (PIP)
- Contingency Plan (CLOSED)
- DND/CF Certification & Accreditation Plan (CLOSED)
- Transition Plan (CLOSED)

- DND Partner (CLOSED)
- Meetings (CLOSED)

- Data Transfer Devices (DTD's)(CLOSED)
- Data Migration Plan (CLOSED)
- Maintenance and Supply Support Plan (CLOSED)

- Project Management (CLOSED)
- Resources/Role (CLOSED)
- Schedule (CLOSED)
- Tasking (CLOSED)
- Budget (CLOSED)
- Contracting (CLOSED)
- Team Meeting(often referred to as CCEKMS Status

- PCP (CLOSED)
- TCCCS (CLOSED)
- CFCSU (CLOSED)
- DMHS (CLOSED)
- COMSEC Material Management System (CMMS)
- EKMS Workstation (CLOSED)

NSA Partner (CLOSED)
- Meetings (CLOSED)
- Key Management Infrastructure (KMI)(CLOSED)
- Visit Requests/Clearances (CLOSED)

-8-14 
-8-15 
-8-16 
-8-17 

(CLOSED)
-8-18 
-8-19 
-8-20 
-9 
-9-1 
-9-2 
-9-3 
-9-4 
-9-5 
-9-6

Meeting) (CLOSED)
-9-7 
-9-8 
-9-9 
-9-10 
-9-11 
-9-12 
-9-13 
-9-14 
-10 
-10-1 
-10-2
-10-3 
-10-4 
-10-5 
-10-6 
-10-7 
-10-8 
-11 
-11-1 
-11-2 
-11-3 
-11-4
-11-5 
-11-6 
-11-7 
-11-8 

(CDRL)(CLOSED) 
-12

- Training (CLOSED)
- Design Interface (CLOSED)
- Integrated Logistics Support Plan(ILSP) (CLOSED)
- CMP for the Certificate Based Infrastructure (CBI)
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- CCEKMS Accounting & Registration Working Group

603 MAJOR PROGRAMS - CANADIAN PKI

A-2020-00042—00524

- User Participation Working Group (UPWG)
- Project Review

-13-9 
-13-10 
-13-11 
-13-12 
-14 
-14-1 
-14-2 
-14-3 
-14-4 
-14-5 
-14-6 
-15 
-15-1 
-15-2 
-15-3 
-15-4 
-15-5 
-15-6 
-15-7 
-15-8 
-15-9 
-15-10 
-16 
-17 
-18

Group(CLOSED) 
-19 
-19-1 
-20 
-21 
-22 
-23 

(CDRL)(CLOSED) 
-24

- Related Projects(CLOSED)
- MISSI (see 602-14)(CLOSED)
- DCEKMS/PKI(CLOSED)
- TCCCS (see 602-10-4)(CLOSED)
- CFSSU (see 602-10-5)(CLOSED)
- CCEB/MENSA(CLOSED)
- Australia(CLOSED)

(CLOSED)
- Government EDP Standards Committee

-12-1
(ARWG)(CLOSED)

-13
-13-1
-13-2
-13-3
-13-4
-13-5
-13-6
-13-7
-13-8

(GESC/CANCRYPT)(CLOSED)
- DMHS(CLOSED)
- UK(CLOSED)

(CLOSED)
- AFEKMS(CLOSED)

- MISSI(CLOSED)
- Token Cards(CLOSED)
- CAW(CLOSED)
- Interoperability(CLOSED)
- KPCMWG(CLOSED)
- DMS (Defense Messaging System)(CLOSED)
- MISSI Management Working Group(CLOSED)

- CCEKMS Security(CLOSED)
- Security Policies(CLOSED)
- Security Specifications(CLOSED)
- Security Plans(CLOSED)
- Security Studies(CLOSED)
- Security Reports(CLOSED)
- Security Correspondence(CLOSED)
- Security General(CLOSED)
- Certification and Accreditation(CLOSED)
- Network Security Manager for CCEKMS(CLOSED)
- Threat and Risk Assessments(CLOSED)

- CCEKMS Status/Updates(CLOSED)
- Briefings/ Presentations(CLOSED)
- Central Facilities (CF) Alternatives Working

- Generation Production Storage Subsystem/GPS (CLOSED)
- Project Charter (CLOSED)

- CCEKMS Project Charter (CLOSED)
- CCEKMS Statement of Work (SOW) (CLOSED)
- CCEKMS Site Surveys (CLOSED)
- Contract Deliverables Requirement Listing

- Joint Key Management Infrastructure Working Group
(JKMIWG)(CLOSED)

-25 - Canadian Central Facility Working Group
(CCFWG)(CLOSED)

-26
-27
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□

- Interoperability and Cross-Certification

-8-7

A-2020-00042—00525

Includes records relating to the Canadian Public Key Infrastructure Project. Previously 
known as the DCEKMS.
All Electronic Authorization (EA) related correspondence to be filed on 603-25-13 
except getAccess testing (SOW) 
which is filed on 603-25-8.
For Y2K related information see Y100 series.
For MOU's and Agreements see A125 series.

-8-4
-8-5
-8-6

-6
-7
-8
-8-1
-8-2
-8-3

Standards
- Application Program Interface (API) Standard
- Directory Standards
- International Standards

Architecture
- CONOP
- System Specification
- Banff
- Network

- Policy
- General
- Requirements

-0
-1
-2
-2-1
-2-2
-2-3
-2-4
-2-5
-2-6
-2-7
-2-8
-2-9
-3
-3-1
-3-2
-3-3
-4
-4-1
-4-2
-4-3
-4-4
-4-5
-4-6
-5
-5-1
-5-2
-5-2/June98 Trial

- Development
- Test
- Implementation

(for -21-2 files)
TIB, T1B02, T1B03 & TSec

ACCESS:
Tl,
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SSL

- Related Projects

Provinces

A-2020-00042—00526

- Legal Issues
- Security

- PKI Security Policies
- Security Certification and Accreditation
- Security Endorsements of PKI Products
- PKI Security Standards For DND
- Identification and Authentication Frameworks for

- Threat and Risk Assessments (TRA)
- Certificate Policies and Certification Practice

-8-8
-8-9
-8-10
-8-11
-9
-10
-10-1
-10-2
-10-3
-10-4
-10-5

- Project Management
- Project Implementation Plan (PIP)
- Project Funding
- Progress & Design Reviews
- Configuration Management Plan
- Departmental Transition Plan
- Expansion Plan
- Training Plan
- Organization and Participants
- Life Cycle Plan
- Contingency Plan

- Integrated Logistics Support
- Maintenance
- Training
- Secure Citizen-Centered Services Delivery (SCCSD)

- End Entities

- Export Restrictions
- Evaluation

- System Specifications
- Work Breakdown Structure

-10-6 
-10-7

Statements 
-11 
-11-1 
-11-2 
-11-3 
-11-4 
-11-5 
-11-6 
-11-7 
-11-8 
-11-9 
-11-10 
-11-11 
-11-12 
-11-13 
-11-14 
-11-15 
-11-16 
-11-17 
-12 
-12-1 
-12-2 
-12-3 
-12-4 
-12-5 
-12-6 
-12-7 
-12-8 
-12-9 
-12-10 
-13 
-13-1 
-13-2 
-13-3 
-14 
-14-1 
-14-2 
-14-3 
-14-4 
-15 
-16 
-16-1 
-16-2
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Forms

-26-12

A-2020-00042—00527

-25-10 
-25-11 
-25-12 
-25-13 
-26 
-26-0 
-26-1 
-26-2 
-26-3 
-26-4 
-26-5 
-26-6 
-26-7 
-26-8 
-26-9
-26-10 
-26-11

-16-3 
-17 
-18 
-18/DP 
-18/IL 
-18/0S 
-18/PM 
-18/SP 
-18/TP 
-19 
-19-1 
-19-2 
-19-3 
-19-4 
-20 
-21 
-21-1 
-21-2

- Business Applications Network Architecture 
Certification Reports

- CCF 24/7 Procurement
- CCF 24/7 Design Documents
- CCF 24/7 Acceptance Test Documents
- Electronic Authorization Project 

Secure Electronic Business Initiatives
- Policy
- Project Management
- Training
- Requirements
- Business Applications Funding and Priorities
- Business Applications Status Reports
- Secure Electronic Payment Testbed (SEPTB)
- Wireless/PKI Interoperability
- Miscellaneous Procurement
- Business Applications Design Documents
- Business Applications Testing
- Business Applications Network Architecture 
Certification Reports

- Professional Services Contracts

- Securing the Internet
- Trust to e-Business

- ENTRUST Problem Reports
- CSE CA ITS Procedures
- Secure Electronic Business Systems General

- Policy
- Project Management
- Training
- Business Applications Funding and Priorities
- Business Applications Status Reports
- Secure Electronic Business Testbed (SEBT)
- Miscellaneous Procurement
- Business Applications Design Documents
- Business Applications Testing (includes getAccess

- Merkle-Hellman Public Key Cryptosystem
- CDRL Items
- Deliverables General

- Design Planning
- Integrated Logistics
- Open Standard
- Project Management
- Security Practices
- Test Plan

- Program Approvals General
- Validation
- Endorsements
- System Certification
- CA Certification

- Ministerial Recommendations
- Subscriber Applications General

- Completed CSE Subscriber Application Forms
- Completed CSE External Subscriber Application

(PIB to be ident)
-22
-22-1
-22-2
-23
-24
-25
-25-0
-25-1
-25-2
-25-3
-25-4
-25-5
-25-6
-25-7
-25-8

testing)
-25-9
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- Government On Line (GOL) PKI For Businesses and

A-2020-00042—00528

-27 
Individuals 

-27-1 
-27-1/1 
-27-1/2 
-27-1/3 
-27-2 
-27-3 
-28 
-29 
-30 
-31

Infrastructure 
-32 
-33 
-34 
-35

-0
-1
-2
-3
-4
-5
-5-1
-5-2
-5-3
-5-4
-5-5
-5-6
-5-7
-5-8
-5-9
-5-10
-6
-6-1
-6-2
-6-3
-6-4
-6-5
-6-6
-7
-8
-9
-9-1
-9-2
-10
-10-1
-10-2
-10-3

Includes information supporting the CCMP, an initiative ensuring continued secure 
interoperability and protection of highly sensitive GoC information. For committees see 
A220 series.

- Policy Issues and Procedures
- General
- Lessons Learned
- Program Charter
- Business Case
- Program Management Plan

- Scope
- Schedule
- Procurement
- Resource
- Communications
- Performance Measurement
- Risk Management
- Financial Management
- Audit & Evaluation
- Integrated PMP

- Status and Reporting
- CCSE Dashboard
- DC ITS Dashboard
- Comptroller Reporting
- DND Reporting
- Program Briefing
- TBS

- Master Schedule
- Work Breakdown Structure
- Risks

- Program level Risks
Sub-Project Risks

- CSMI Phase 1 Sub-Project (2004-2008)
- Project Charter
- Project Implementation Plan
- Work Breakdown Structure

- Contract Data Package
- Statement of Work (SOW)
- Specifications
- Evaluation

- Approved Key Lengths and Validity Periods
- Electronic Records Management Requirements

- Treasury Board Submission
- Meetings
- Bridging Infrastructure Initiative (BII)
- Government On Line (GOL) Privilege Management 
(PMI)
- Briefings/Demonstrations
- PKI Documentation Lists
- PKI Working Groups
- GOC PKI White Paper

604 CANADIAN CRYPTO MODERNIZATION PROGRAM (CCMP)



A-2020-00042—00529

-16
-16-1
-16-2
-17

-10-4
-10-5
-10-6
-11
-11-1
-11-2
-11-3
-11-4
-11-5
-11-6
-12
-12-1
-12-2
-12-3
-12-4
-12-5
-12-6
-13
-13-1
-13-2
-13-3
-13-4
-13-5
-13-6
-14
-14-1
-14-2
-14-3
-14-4
-14-5
-14-6
-15

ECU Family)
-15-1
-15-1/1
-15-1/2
-15-1/3
-15-1/4
-15-1/5
-15-2
-15-2/1
-15-2/2
-15-2/3
-15-2/4
-15-2/5
-15-3
-15-3/CSIS
-15-3/FAC
-15-3/PCO
-15-3/PSEPC
-15-3/PWGSC
-15-3/RCMP
-15-3/TBS

- Working Groups
- Technical Working Group
- Coordination Working Group

- NSA Interoperability

- Schedule
- Risks
- Status Report

- FNBDT Re-Key Infrastructure Sub-Project
- Project Charter
- Project Implementation Plan
- Work Breakdown Structure
- Schedule
- Risks
- Status Report

- CSMI Phase 2 Sub-Project (2008-2011)
- Project Charter
- Project Implementation Plan
- Work Breakdown Structure
- Schedule
- Risks
- Status Report

- CSMI Phase 3 Sub-Project (2011-2016)
- Project Charter
- Project Implementation Plan
- Work Breakdown Structure
- Schedule
- Risks
- Status Report

- DND Defence - CMP Sub-Project
- Secure Voice Sub-Project
- Combat Identification Sub-Project
- Link Encryption ECU Sub-Project
- Network Encryption ECU Sub-Project
- Secure Radio ECU Sub-Project
- Status Reports

- Future Secure Voice Evolution Project (Secure Voice

- WIRED
- Project Charter
- Project Implementation Plan
- Work Breakdown Structure
- Schedule
- Risks

- WIRELESS
- Project Charter
- Project Implementation Plan
- Work Breakdown Structure
- Schedule
- Risks

- OGD Secure Voice Sub-Projects
- Canadian Security Intelligence Service
- Foreign Affairs Canada
- Privy Council Office
- Public Safety and Emergency Preparedness Canada
- Public Works Government Services Canada
- Royal Canadian Mounted Police
- Treasury Board Secretariat
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Board

- Joint Key Management Infrastructure Working
Group

Group

605 COMMERCIAL CRYPTO FOR CLASSIFIED

□

Includes all records pertaining to Commercial Crypto for Classified.

A-2020-00042—00530

-17-1
-17-1/1
-17-1/2

-17-1/8
-17-1/9
-17-1/10
-17-1/11

- Working Groups
- Authority Management Technical Focus Group
- Crypto Algorithms Configuration Management

- Information Assurance Management
- FNBDT interface Coordination Working Group
- Programmability & Embedment Working Group
- High Assurance Internet Protocol Encryption

- Key Management Technical Focus Group
- Key Management Sub-Group
- Joint In-Theatre Crypto Package Working Group
- Joint Service Crypto Modernization Working

- (coded by department)
- Department of National Defense
- Privy Council Office

- Accomplishments
- Annual Reports

- (coded by year)
- 2004
- 2005

- Canadian Inventory
- Presentations

-17-1/12 
-17-1/13 
-17-2 
-17-3 
-17-4 
-18 
-18-1 
-19 
-20 
-21 
-21-1 
-21-1/ 
-21-2 
-21-2/ 
-22

-17-1/3
-17-1/4
-17-1/5
-17-1/6

Working Group
-17-1/7

- Link Encryption Sub-Working Group
- Secure Wireless Working Group

- Relationship Issues
- Status and Reporting
- CANSLO(W)

- Government Communications Headquarters (GCHQ)
- CANSLO(L)

- Government Communications Security Branch (GCSB)
- Defence Signals Directorate (DSD)
- Meetings and Meeting Notes

- DND
- (notes coded by year)

- Technical Brainstorming Session
- (notes coded by year)

- Other Government Departments (OGD) Crypto Management
Program

-22-/
-22/DND 
-22/PCO 
-23 
-24 
-24/ 
-24/04 
-24/05 
-25 
-26
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606 CLASSIFIED MESSAGE HANDLING SYSTEMS (CMHS)

□

- High Assurance IP Interoperability Specification

(CLOSED

A-2020-00042—00531

-9
-9-1
-9-2
-9-3

- Policy
- General
- Business Planning
- Standards
- Administration
- Vendor Products
- Off Line Encryption
- Applications for Wireless

-0
-1
-2
-3
-4
-5
-6
-7

-4 
-5 
-6 
-7 
-7-1 
-7-2 
-8 
-8-1 
-8-2 
-8-3 
-8-4 
-8-5 
-8-6 
-8-7 
-8-8 
-8-9 

11/2002)

Records pertaining to the Classified Message Handling System (CMHS) Project can be 
found on
the -1 to -19 files. The Canadian Secret Network (TCSN) files commence on -20.

-o
-i
-2
-2-1
-2-2

11/2002)
-3
-3-1

(CLOSED 11/2002)
-3-2

(CLOSED 11/2002)
- Architecture (CLOSED 11/2002)
- Design (CLOSED 11/2002)
- Development (CLOSED 11/2002)
- Government of Canada PKI (CLOSED 11/2002)

- Current (CLOSED 11/2002)
- Upgraded (CLOSED 11/2002)

- Implementation (CLOSED 11/2002)
- Procurement (CLOSED 11/2002)
- Installation (CLOSED 11/2002)
- Operation (CLOSED 11/2002)
- Facilities (CLOSED 11/2002)
- Computer Resources (CLOSED 11/2002)
- Training (CLOSED 11/2002)
- Support and Test Equipment (CLOSED 11/2002)
- CHMS Pilot (CLOSED 11/2002)
- Government Telecommunications Information

- Standards (CLOSED 11/2002)
- Future Narrow Band Digital Terminal (FNBDT)

Services (GTIS) Roll-Out (CLOSED 11/2002)
- Project Management (CLOSED 11/2002)

- Project Scope (CLOSED 11/2002)
- Project Schedule (CLOSED 11/2002)
- Project Risk Management (CLOSED 11/2002)

- Policy
- General (CLOSED 11/2002)
- Requirements (CLOSED 11/2002)

- Statement of Requirements (SOR) (CLOSED 11/2002)
- Statement of Requirements - Preliminary (CLOSED
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- Electronic Messaging Infrastructure (EMI)(CLOSED

- Security Endorsement of PKI Products (CLOSED

- Interoperability and Cross-Certification (CLOSED

620 ITS - SHIPPING AND RECEIVING ITS MATERIAL

□

Includes records related to shipping and receiving of ITS material

770 ITS - GSTN - GENERAL

A-2020-00042—00532

-1
-2
-2-1
-3
-4
-5

- General
- Cross Border

- Controlled Cryptographic Items (CCI)
- In-Process Controlled Material International
- In-Process Controlled Material Domestic
- Receipts/Transmittals

- Accounting (CLOSED 11/2002)
- Project Funding (CLOSED 11/2002)

- Integrated Logistics Support (CLOSED 11/2002)
- Maintenance (CLOSED 11/2002)

- Laboratory (CLOSED 11/2002)
- Deliverables General (CLOSED 11/2002)
- Test (all project tests) (CLOSED 11/2002)

- Test Plan (CLOSED 11/2002)
- Program Approvals General (CLOSED 11/2002)

- Validation (CLOSED 11/2002)
- Endorsements (CLOSED 11/2002)
- System Certification (CLOSED 11/2002)
- CA Certification (CLOSED 11/2002)

- Legal Issues (CLOSED 11/2002)
- Reports/Studies (CLOSED 11/2002)
- The Canadian Secret Network General

- Project Budget (CLOSED 11/2002)
- Costing (CLOSED 11/2002)
- Contracting (CLOSED 11/2002)
- Project Team Meetings (CLOSED 11/2002)
- Project Communications General (CLOSED 11/2002)

- Project Monthly Reports (CLOSED 11/2002)
- Briefings (CLOSED 11/2002)

- Project Human Resources (CLOSED 11/2002)
- Strategic IM/IT Infrastructure Initiative (SII)

-9-4
-9-5
-9-6
-9-7
-9-8
-9-8/PMR's
-9-8/BRF's
-9-9
-9-10

(CLOSED 11/2002)
-9-11

11/2002)
-10
-10-1

11/2002)
-10-2

11/2002)
-11

11/2002)
-12
-12-1
-13
-13-1
-14
-15
-16
-16-1
-17
-17-1
-17-2
-17-3
-17-4
-18
-19
-20

- Security (CLOSED 11/2002)
- Security Certification and Accreditation (CLOSED
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□

A-2020-00042—00533

Includes records relating to the Government Secure Telephone Network Project for 
which no other GSTN Primary Numbers have been identified. Also includes records 
relating to GSTN user training courses, user support including KMS and STU III user 
support bulletins, and newsletters. Files may be coded by department, corporation or 
agency.
For MOU's and Agreements see A125 series.

-0
-1
-2
-2-1
-2-2
-3
-4
-5
-6
-6-1
-6-2
-6-3
-6-4
-6-5
-6-6
-7
-8
-8-1
-9
-10
-11
-12
-12-1
-13
-14
-15
-16
-16-1
-16-2
-16-3
-17
-18
-18-1
-18-2
-18-3
-18-4
-18-5
-18-6
-18-7
-18-8
-18-9

- Policy
- General
- Marketing

- Call Letters
- Surveys

- Industry Access
- American FSVS System
- SPEAKEASY (DSD Communications Security Terminal)
- Secure Voice Communication

- Authentication
- Installation
- Connectivity
- Requirements
- Portable Secure Voice/Data (PSV/D)
- Subscribers

- GSTN Status/Monthly Activity Reports
- Vulnerabilities

- GOC Communications (Secure Voice)
- Activity Transitions and Plans
- Achievements and Events
- Trip Reports/Visits
- Implemenation

- GSTN CORE Implementation Working Group
- GSTN User Working Group
- GSTN Briefings
- GSTN/STU III Working Group
- GSTN Key Management System (KMS)

- CONOP
- KMS Help Centre
- GSTN KMS Study Group

- Meetings
- GSTN User Support and Training

- Module 5
- STU III Newsletter Canadian
- STU III Keynotes (American Newsletter)
- STU III Information Memorandum
- Videos
- Briefings & Seminars
- Cryptoperiod Extension
- STU III Information Bulletin
- STU III Security Advisories
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771 ITS - GSTN - PROJECT ADMINISTRATION

□

772 ITS - GSTN - PROJECT DEVELOPMENT

□

A-2020-00042—00534

Includes records relating to GSTN project development, project planning, project history 
and background. Copies of the Treasury Board project mandate and project approvals are 
filed on the 772-2-series. Original TB Submissions will be found in the Fl80-3 series of 
the CSE Corporate File Index.

Includes duplicate copies of records relating to the administration of the GSTN project. 
Original records will be filed on the appropriate CSE administrative files.

-0
-1
-2
-2-1
-2-2
-2-3
-2-4
-3
-4
-5

- Policy
- General
- Project Submissions & Approvals

- Cabinet
- Treasury Board
- ICSI
- TRC

- Pre-Core
- Core/First Phase
- Second Phase

-1
-2
-2-1
-2-2
-2-3
-3
-3-1
-4
-5
-5-1
-5-2
-6
-7
-8
-9
-10

- General
- Financial Activity

- KMS Budget - Capital & O&M
- KMS Purchases (Material Requisitions)
- STU III/KMS

- Organization
- Positions & PYs

- Travel
- Security

- Loss of STU III Phones
- Loss of STU III Keys

- EDP Support
- Space & accommodation
- Translation
- GSTN Project Working Group
- STU III Program Office



s.15(1)-DEF

- Target populations & survey results

775 ITS - GSTN - ACCOUNTING & CONTROL

□

780 ITS - GSTN - KEY MANAGEMENT - GENERAL

□

781 ITS - GSTN - KEY MANAGEMENT - ORDERS & DISTRIBUTION

□

A-2020-00042—00535

Includes records relating to GSTN Key Management of which no other Key Management 
primaries have been identified.
For other Key Management related files see 781 & 782.

Includes records relating to the ordering and distribution of GSTN keys. 
Files may be coded by department, corporation or agency.

-6
-7
-8
-9

-0 
-1 
-2 
-3

- Project Briefing Book
- Project Report (CSC/DGI Monthly)

- Policy
- General
- STU III Equipment
- Crypto Ignition Keys (CIKs)

- Policy
- General
- Test Key

-0
-1
-2

Includes records relating to the accounting and control of GSTN equipment and other 
GSTN accountable items. Files may be coded by department, corporation or agency.



s.15(1)-DEF

A-2020-00042—00536

- Policy
- General
- Order Solicitations
- Canadian/American Key Orders/Delivery

- (coded by client if)

-3/24000
-3/24050
-3/24100
-3/24150
-3/24200
-3/24250
-3/24300
-3/24350
-3/24400
-3/24450
-3/24500
-3/24550
-3/24600
-3/24650
-3/24700
-3/24750
-3/24800
-3/24850
-3/24900
-3/24950
-3/24955
-3/24960
-3/24965
-3/24970
-3/24975
-3/24980
-3/24985
-3/24990

-3/24995
-3/25000
-3/25005
-3/25010
-3/25015
-3/25020
-3/25025
-3/25030
-3/25035
-3/25040
-3/30000
-3/40000
-3/43200
-3/43210
-3/43240
-3/43241
-3/43250
-3/43252

-0
-1
-2
-3
-3/
-3/12000
-3/12001
-3/12002
-3/23000



s.15(1)-DEF

- US STU III Key Receipts - NSA EKMS Central

□

A-2020-00042—00537

782 ITS - GSTN - KEY MANAGEMENT - SYSTEM FACILITIES & KEY 
PRODUCTION

-3/43256
-3/75100
-3/75200

- US Receipts/Transfers
- NES Key Orders
- Supersessions Information Notices
- KMS User Representatives
- Contingency Keys
- CTAC Orders
- Barcoding in Process Accounting of Key Orders

- Business Case
- Over-The-Air-Key Distribution (OTAD)& Over-The-Air-

-3/880103
Facility

-4
-5
-6
-7
-8
-9
-10
-10-1
-11

Rekeying (OTAR)
-12 - Rekey (STU III)
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Facility

787 ITS - GSTN - EQUIPMENT - GENERAL

□

788 ITS - GSTN - EQUIPMENT - PROCUREMENT

□

A-2020-00042—00538

Includes records relating to STU II/III equipment for which no other STU II/III primary 
titles have been identified.
For STU III procurement see 788.
For STU III technical records see 789.

-o
-1
-2
-2-1
-2-2
-2-3
-3
-3-1
-3-2
-3-3
-4
-5
-5-1

Facilities
'losed) (see 782-2-3)

-0 
-1 
-2
-3
-4
-5
-6
-7 
-8 
-9

Policy
General
Endorsement/Advert!sing
Type 2
GATT
STU III User Group Meeting
Implementation
Deployment/Allocation
Test/Evaluation
Development and Production

- Canadian KMS
- Procurement Study

KMS Facility
- KMS Negotiations

- KMS Requirements (Blank Key Requirements)
- Vector Generating System (VGS)

Includes records relating to key management system facilities and key production. 
Does not include key orders and order solicitations see 781.

- Policy
- General
- American KMS
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s.15(1)-DEF

Vendors

789 ITS - GSTN - EQUIPMENT - TECHNICAL

□

A-2020-00042—00539

Includes records relating to STU II/III procurement, foreign military sales, direct sales, 
and STU II/III vendors.
For MOU's and Agreements see A125 series.

Includes records relating to STU II/III repair, modifications, ancillary items, 
Interoperability and certification.

- Repair
- Modification
- Interoperability
- Certification (DOC/FCC)
- Product Specifications/Performance

-0
-1
-2
-2-1
-2-2
-2-3
-2-3/
-2-4
-2-4/
-3
-3-1
-3-2
-3-3
-3-4
-4
-4-1
-4-2
-4-3
-5
-6
-7
-8
-8-1

-0
-1
-2
-2-1
-2-2
-2-3
-3
-4
-5
-6
-7
-8
-8-1

- Policy
- General
- Ancillary Items

- FAX
- Data Port
- Teletype

- Policy
- General
- Orders

- Consolidated Orders
- Ancillary Orders
- Customer Orders

-(coded by year)
- Purchase Authorizations

-(coded by year)

- NSA Interaction
- Purchase Authorization
- NSA Notification of Purchase
- Tracer Action

- Price List
- Warranties
- Rentals/Leasing
- Loans
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s.15(1)-DEF

800 CRYPTOPRODUCTION - GENERAL

□

801 PRODUCTION FACILITIES - GENERAL

□

A-2020-00042—00540

-8-2
-8-3
-8-4
-8-5
-9
-9-1

- General
- Security Measures
- Procedures
- Emergency (Contingency) Planning
- Quality Control
- Security Sealing and Packaging
- Shipping Details
- Secure Storage
- Crypto Material Production Reports
- Software Evaluations
- Legal Issues
- Cryptomaterial Development and Production Working
- Production Library (PRODLIB)
- Quarterly Review of Cryptoproduction Activities
- Barcoding in Process Accounting of Cryptomaterial
- Production Team Working Group (PTWG)
- Destruction of Cryptomaterial
- CESG Crypto Production (GCHQ)
- Cryptomaterial Requirements
- Loss/Compromise of Crypto Material
- Cipher Traffic Returns
- Crypto-Production Working Aids

Maintenance Facilities in Canada
- Maintenance Support

Includes records relating to Crypto-production for which no other primary titles have 
been identified.
For customer requirements see 850-series.
For CKMS see 805

-1
-2
-3
-4
-5
-6
-7
-8
-9
-10
-11
-12

Group (CDPWG)
-13
-14
-15
-16
-17
-18
-19
-20
-21
-22
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805 PRODUCTION FACILITIES - CKMS

□

810 KEY TAPE PRODUCTION

□

Includes records relating to the production of key tape.

General

A-2020-00042—00541

Includes records relating to the Canadian Key Management System (CKMS) Center. 
For production of STU III Key see 830.

Includes records relating to Crypto-production facilities for which no other primary titles 
have been identified.
For CKMS see 805.

- General
- Classified Printing Division
- Printing
- Key Systems Operation (KSO)

- General
- CKMS Concept of Operations
- CKMS Manuals and Documentation
- GTE CKMS Installation Plan

-1
-2
-3
-4

-1
-2
-3
-4

-1
-2
-3
-4
-5
-6
-7
-8
-9
-10
-11
-12
-13
-14
-15
-16



ar

s.15(1)-DEF

811 KEY CARD PRODUCTION

□

Includes records relating to the production of Key cards.

CSE

812 KEY LIST PRODUCTION

□

A-2020-00042—00542

Files in this series include production, security and orders for the equipment listed in the 
file title.

-17 
-18 
-19 
-20 
-21 
-22

- General
- Key Card Production

- Policy
- General

-1
-2
-3
-4
-5
-6

-0
-1
-2
-3
-4
-5
-6
-7
-8
-9
-10
-11
-12
-13
-14
-15
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s.15(1)-DEF

813 MISCELLANEOUS KEYING MATERIAL PRODUCTION

□

820 ROTOR PRODUCTION

□

Includes records relating to Rotor production.

A-2020-00042—00543

Files in this series include production, security and orders for keying material. Also 
includes
policy governing release of CAN-UK-US Cryptographic Keying Material

- Policy
- General

-1
-2

-0
-1
-2
-3
-4
-5
-6
-7
-8
-9
-10
-11
-12
-13
-14
-15
-16
-17
-18
-19
-20
-21
-22
-23
-24
-25

General
Rotors
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-3 - Rehabilitation & Disposal

825 DISKETTE PRODUCTION

□

Includes records relating to diskette production.

General

830 STU III KEY PRODUCTION

□

Includes records relating to the generation and production of STU III Key.

-1 General

840 CRYPTOPRODUCTION EQUIPMENT - GENERAL

□

TTRA

A-2020-00042—00544

Includes records relating to Crypto-production Equipment of a general nature for which 
no other primary titles have been identified.

-1
-2
-3
-4
-5

-1
-2
-3
-3-1
-3-2
-4
-4-1
-4-2

General
TEMPEST
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- Producing Crypto Equipment under License from US

850 CRYPTOPRODUCTION - CUSTOMER REQUIREMENTS

□

General

Trade

A-2020-00042—00546

Includes records relating to customer requirements for crypto material.
Files may be coded by Department or Agency.
Miscellaneous requirement files are located on 850-7.

- Traditional
- Production Schedules

- STU III Key
- Loading Procedures

- National Material Distribution Authorization
- User support services
- Other Government Departments

-1
-2
-3
-3-1
-4
-4-1
-5
-6
-7
-7/i
-7/(
-7/<
-7/<
-7/1

-12-9 
-12-10 
-12-11 
-12-12 
-13 
-13-1
-14 

Government

-7/1
-7/1
-7/:
-7/:
-7/.
-7/1
-7/:
-7/:
-7/:
-7/:
-7/:
-7/'
-7/'
-8


